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Release Notes

RELEASE NOTES

Version Date Notes

1.14 Jan. 26, 2024 . Update all figures.
Add the new description about “Actions”of the toolbar.

Remove all of the description related to Google Drive upload, OneDrive and

Dropbox.

Add section 3.15.3 “WMDS Agent”.

Add section 3.16 “Broadcast Intent”.

Add the new description about “Transfer a Folder” in section 3.2.

Add section 4.3.2 “Advanced System Settings for Deploying from URL".
1.13 Oct. 17, 2023 . Add the new supported device models.

1.12 Sep. 13, 2021 . Revise based on version 1.11.
Add the “Add” & “Edit” features in section 3.2.
Updated the add file features in section 3.2.
Add the description about “File FTP” in sections 3.3.1 and 3.3.4.

Updated section 3.16 “Customize”.

1.11 May 28, 2021 - Revise based on version 1.09.
RS35 mobile computer & RK95 mobile computer Cold Chain model are supported.
Update all figures.
Rearrange all chapters and contents.
Remove the description about WMDS.

Add the description about “Keypad Layout” & “Cold Chain” to Section 1.3.1 “New

Project”

Add new sections “Compressed project files” & “Customize Android Setup

Wizard”to Chapter 2 “Project Management & Main Screen”.

Add the description about the toolbar button “Description” to Section 2.1.2 “ADC
System Setting buttons”

Add new section “Overview” & “Customize” to Chapter 3 “Customize Project

Configuration”.

Add new sections “Auto Permission” & “Other Configuration” to Section 3.3
“Apps”.

Add the description about “Delete WLAN connected list” to Section 3.7 “Wi-Fi
Settings”.

Update Section 3.14 “Enterprise Settings”.

Add the description about “ZIP File from FTP” to Section 3.17 “Advanced System
Settings”.

Add new chapter: Apply Configuration to Device.
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Version Date Notes

1.10 Sep. 02, 2020 . Modified: Getting Started — sections and contents rearranged

Modified: 1.4.2 Advanced System Settings — ADC files backup onto hidden
partition added

Modified: 2.6.5 Barcode Reader — description revised

Modified: 2.6.9 Wi-Fi Settings — Wi-Fi Connection Timeout added
Modified: 2.6.11 Terminal Emulation — description for all functions added
Modified: 2.6.13 System Settings — Notifications & Sound added
Modified: 2.6.15 EZConfig (for RK25 UHF RFID Reader) — power mode &

descriptions for all tabs appended
New: 2.6.16 Enterprise Settings
New: 2.6.17 SIP Controller

Modified: Chapter 3 Barcode To Setting — only the Barcode Reader tab reserved

for example demonstration

1.09 Feb. 4, 2020 . RK95 mobile computer is supported.
Update all figures in Section 1.3 “Start with a New Project”.
Update the figures in “Enable a Profile” of Section 2.6.5 “Barcode Reader”.

Add “Advanced Data Formatting” to Section 2.6.5 “Barcode Reader” & Section 3.3

“Barcode Reader”.

Add description about “Performance Mode” & “Balance Mode” to “Battery” part

in Section 2.6.13 “System Settings” and update the related figure.

Add description & figure about RK95 to “System” part in Section 2.6.13 “System
Settings”.

1.08 Nov. 15, 2019 . Add “OS Image Update Method” to Section 1.5 “Main Screen”.
Update Section 1.5.3 “Preference”.

Update the releated figures.

1.07 August 6, 2019 . RS51 mobile computer & HERA51 mobile POS are supported.
Update all figures.
Update Section 1.2 “Install ADC Program on PC”.
Update Section 1.3 “Start with a New Project”.
Add new Section 1.5.1 “Palette”.
Update Section 2.6 “Customize Project Setting”.

Add new Section 2.6.14 “Software Trigger”.
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Version Date Notes

1.07 August 6, 2019 Add new Section 2.6.15 “EZConfig”.
Update Chapter 3: “Barcode To Setting”.
Add new Section 3.11 “Software Trigger”.
Add new Section 3.12 “EZConfig”.

1.06 Jan. 8, 2019 Add “Keypad Lock” to 2.6.7 “Button Assignment for RK25 & 9700A”.

1.05 July 5, 2018 Add new Section 2.6.7 “Button Assignment for RK25 & 9700A”.
Modify the “Add Shortcuts” part of Section 2.6.12 “AppLock”.
Add “For RK25 & 9700A Mobile Computer” to Section 3.4 “Button Assignmenmt”.
Modify the “Add Shortcuts” part of Section 3.9 “AppLock”.
Update all related figures.

1.04 June 8, 2018 RK25 Mobile Computer is supported.
Add “Captive Portal Detection Enabled” to Section 2.6.8 & Section 3.6: Wi-Fi
Setting.
Update Section 2.6.11 & Section 3.9: “AppLock”.
Add “Show filtered notifications” to Section 2.6.11: “AppLock”.
Update all related figures.

1.03 March 26, 2018 Revise the discription about "Update OS Image through SD Card" & "Activate
System Update" in Section 1.5: “Main Screen”.
Add “Advanced” to Section 2.6.8 “Wi-Fi Settings” & Section 3.6 “Wi-Fi Settings”.
Revise the chapter heading of Chapter 3 from “Stage Tool” to “BarcodeToSetting”.
Update all releated figures.

1.02 Dec. 21, 2017 Add “Option” part to Section 2.6.11 “AppLock”.

Add the description about new funtion “Home” to Section 2.6.12 “System

Settings”.

Add new sections (3.2 Auto Run, 3.3 Barcode Reader, 3.4 Button Assignment, 3.7
Cellular Data, 3.8 Terminal Emulation, and 3.9 AppLock) to Chapter 3
“BarcodeToSetting”.

Update all related figures.
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Version Date Notes

1.01 Dec. 1% ,2017 . Revise “Button Assigment” to Section 2.6.
Add “System Settings” to Section 2.6.
Add Section 2.7 “Deploy All Settings to Devices”.
Add Chapter 3 “BarcodeToSetting”.

Update all figures.

1.00 Apr 27, 2017 . Initial release
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Introduction

INTRODUCTION

Android Deployment Configurator (hereafter referred to as ADC) is a windows-based

project configuration tool, helping you to devise configuration projects for your mobile
computers to meet various needs.
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FEATURES

P Supports CipherLab Android mobile computers:
= Android 4.4 KitKat (RS30)
= Android 6.0 Marshmallow (9700A, RS31 & RS50)
= Android 7.0 Nougat (RS31 & RK25)
. Android 8.0 Oreo (RS51 & HERA51)
= Android 9.0 Pie (RK25 & RK95)
=  Android 10 (RS35)
= Android 11 (RK25, RS35, RS51 & HERA51)
=  Android 12 (RK26, RK95 & RS36)

P Easy management interface for you to create/edit/save multiple projects
P Comprehensive scope of configurable settings to fulfill various requirements:
- Transferring files (configuration files, applications or any file) from Server to the
devices
- Auto installation of APK files
- Auto run of your designated applications
- Configuration of Barcode reader settings, including symbology settings, scanning
preferences, notification, data output, etc.
- Turning On/Off wireless connection such as Wi-Fi, Bluetooth or Cellular data
- Configuration of Wi-Fi settings by giving SSID, security mechanism used,
password, etc.
- Configuration of cellular data settings
- Configuration of Terminal Emulation sessions properties
- Configuration of AppLock by defining the applications allowed as well as
showing/hiding notification bar, changing background display, setting up a
password to restrict the access, etc.
Password protection for critical project management actions
Allowing for adding additional languages to user interface and customization of wording

Device settings synchronization over USB connection

b . . .

One-at-a-time device deployment over USB connection

10



Getting Started

Chapter 1

GETTING STARTED

This chapter helps you get ready for using this program. If you're running ADC on PC for the first time,

everything starts with setting up a project.

IN THIS CHAPTER

1.1 PrerequUISITES ..uuuu s 12
1.2 Install ADC Program on PC ...ttt e e e 14
1.3 PrOJECE ettt e e s e e sa e e s e se e e sae 17

11
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1.1 PREREQUISITES

In order for ADC to work on your computer:

»  Before installing ADC program on your computer, make sure the operating system is Windows 7
or 8 or 10.

»  Your device is already set to USB debugging Mode.

»  The device is connected to the computer with the supplied USB cable. This is essential for the
data synchronization (of application list, Barcode Reader, Button Assignment, Wireless Manager,

and AppLock) and the device deployment.

After devising the configuration tasks using ADC program, deploy them to your devices with WMDS

program, please:
» Install WMDS Agent on your devices.

» Install WMDS (Wireless Mobile Deployment System) server program on a computer (better on
the same computer as ADC program); after you finish devising a project, execute WMDS
program and start deploying the configurations to devices. For more details on using WMDS,
please refer to the help file embedded in WMDS program.

HOW DO | ENABLE DEBUGGING MODE ON MY DEVICE?

Please follow the steps below to turn on the debugging mode on your device:

1) Go to All Apps | Settings | About phone | Build number.

Model number

O Backup & reset RS31

Back up disabled

System Android version
7.0

® Date & time ) .
GMT-04:00 Eastern Daylight Time Android security patch level
August 5, 2017

T Accessibility Baseband version

MOLY.LR9.W1444.MD.LWTG.INOCO8
735.TB.S.N.SPV1.P1, 2017/10/26

- Printing 20:49

= 0 print jobs
Kernel version

[rm] 3.18.35
#o  Programmable keys Thu Oct 26 21:39:57 CST 2017

1y Schedule power on & off Build number

G Off alps-mp-n0.mp1-V1.35.4_inoco8735.th.s.n_P4
@ About phone Custom build version

Android 7.0 RS31.GMS.5020.20171026

12
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2) Tap on Build number seven times to enter the developer mode. During the process, you’ll see a

prompt with a countdown reading “You are now X steps away from being a developer.” When

you see “You are now a developer!” showing up, you have succeeded in entering the developer

= Phone status

mode.

= Phone status

Model number
RS31

Android version
7.0

Android security patch level
August 5, 2017

Baseband version

MOLY.LR9.W1444 MD.LWTG.INOCO8
735.TB.S.N.SPV1.P1,2017/10/26
20:49

Kernel version
3.18.35
Thu Oct 26 21:39:57 CST 2017

¥ Youare now 4 steps away from being a
developer.

Custom build version
RS31.GMS.5020.20171026

Model number
RS31

Android version
7.0

Android security patch level
August 5, 2017

Baseband version
MOLY.LR9.W1444.MD.LWTG.INOCO8
735.TB.S.N.SPV1.P1,2017/10/26
20:49

Kernel version
3.18.35
Thu Oct 26 21:39:57 CST 2017

Build number

Custom build version
RS31.GMS.5020.20171026

alps-mp-ng P4
You are now a developer!

3) Return to Settings and tap on «{ } Developer options”, switch both Developer options and USB

debugging into “On” , and tap on “OK” on the confirmation window.

System

® Date & time
GMT-04:00 Eastern Daylight Time

T Accessibility

Printing
0 print jobs

{} Developer options

QE,’ Programmable keys
O Schedule power on & off

off

® About phone
Android 7.0

Developer options

On

Multiprocess WebView
Run WebView renderers separately

Automatic system updates .
Demo mode

Debugging

USB debugging .

Debug mode when USB is connected

Revoke USB debugging authorizations

Bug report shortcut
Show a button in the power menu for
taking a bug report

Select mock location app
No mock location app set

13

Allow USB debugging?

USB debugging is intended for
development purposes only. Use it
to copy data between your computer

and your device, install apps on your
device without notification, and read
log data.
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1.2 INSTALL ADC PROGRAM ON PC

1) Download ADC program installer from http://wmds.cipherlab.com/ to your PC and run it by

following its on-screen instructions.

(En DeCIoud )

Android Deployment Configurator

This application is a windows-based
project configuration tool, helping you to

devise configuration projects for your
mobile computers to meet various needs

Wireless Mobile Deployment System

This application is a windows-based
server program that can deploy the
configuration settings provided in the
system to devices through wireless
network.

(EnDeCloud)

Android Deployment Configurator =

Application Download

¥ Download latest version

Can not install?

(@ How to determine whether Microsoft NET Framework h

+ | Download

Home

T _
<

v 1

= e N P,
2 LUICK acless
@ OneDrive

5 This PC

¥ Download Microsoft NET Framework

User Guide

¥ Download Iatest user guide

¥ Network

1item

Share View

« Dow.. » Download

[

ADCSetup(Cipher
lab)_v1.2.0.0.exe

£ Search Download

14
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2) Select the display language, and start to install Android Deploy Configurator.

Select Setup Language
Select the language to use during the installation.

.
5
(Y

English

3) Choose the additional task(s) to be performed (whether to create a shortcut on desktop), and
confirm your selection. Click “Install” to start to install Android Deploy Configurator.

% Setup - Cipherlab Android Deployment Configurator — X

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while installing Android Deployment
Configurator, then dick Next.

Additional shortcuts:
Create a desktop shortcut

% Setup - CipherLab Android Deployment Configurator — X

Ready to Install "
Setup is now ready to begin installing Android Deployment Configurator on your computer. (C

Click Install to continue with the installation, or click Back if you want to review or change any settings.

Additional tasks:
Additional shortcuts:
Create a desktop shortcut

< Back Install Cancel

15
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4) The installation will be done within few minutes. By checking “Launch Android Deploy

Configurator” on completing setup wizard window, you can start ADC right after “Finish”.

% Setup - CipherLab Android Deployment Configurator — X

Installing ~
Please wait while Setup installs Android Deployment Configurator on your computer. C

Extracting files...
C:\Program Files (x86)\Android Deployment Configurator\ChilkatDotNet45.dll

Cancel

% Setup - CipherLab Android Deployment Configurator —

Completing the Android Deployment
Configurator Setup Wizard

QA

Setup has finished installing Android Deployment Configurator on your
computer. The application may be launched by selecting the installed
shortcuts.

Click Finish to exit Setup.

Launch Android Deployment Configurator

16
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1.3 PROJECT

Everytime Android Deployment Configurator is executed, it starts with a startup dialog for the user

to select an existing project or create a new one:

% Android Deployment Configurator

x|/

Select an existing project:

Project Name Project location

*Project 1

*Project 2

C\CipherLab\ADC\Project 1
C\CipherLab\ADC\Project 2

*RS$35 Configuration C\CipherLab\ADC\RS35 Configuration

v
the existing projects

Show dialog at Startup

AN NN NN NS NN NN A SN A SN NN NSNS NN AU NES NS NSNS NNEENNEENNEEEEEEREEEREEE

"sassssssssssEEEnEEnnns

1.3.1. NEW PROJECT

To start with a new project:

1) From the startup dialog shown below, click on “New Project *

" to start devising a project.

%% Android Deployment Configurator

Xz

Select an existing project:

Project Name Project location

Show dialog at Startup

X

17
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2) On New Project window, define the scope of your project and then click on “Apply " to

proceed. Pease make sure you have given the following items as specific definition as possible in

order for the projects to be correctly deployed to the devices.

% New Project
Project Name
Device Model
Android version
Reader Module

Keypad Type

RK25 Configuration

RK25

Android 9.0

2D Reader (SE4750SR)

28 Key

UHF RFID

»  Project Name

To achieve efficiency and convenience for management, it is suggested that you input a project

name clear enough for you to easily identify the purpose of this project.

»  Device Model - :
= New Project
Select the correct model name of the device(s) from & x
the drop-down menu. By selecting “General
e . . . . Project Name Project 1
Device”, this project will be applicable for all of the
device models. Device Model General Device
Android Version And  RK25
Reader Module Nor| RK26
Keypad Type No IEEE
RS36
| Rs50
RS51
HeraZ1
RK95
General Device

18



»  Android version

You may need to further select Android version

depending on the device model you select.

> Reader Module

Getting Started

If you will include the setting of Barcode Reader properties in this project, please select the reader

type here. For “Device Model” which is set as “General Device”, “Reader Module” lists all of the

reader types for choosing.

»  Keypad Type

If you will include the setting of Buttons in this

project, please select the corresponding keypad type

here.

Note:

& New Project
Project Name
Device Model
Android version

Reader Module

Keypad Type

Keypad Layout

Cold Chain

X
Project 14
RK95 M
Android 9.0 M
2D Reader (SE4850ER) v
Terminal Emulation e
VT (52 keys) <

For “Device Model” which is set as “General Device”, “Keypad Type” lists all of the keypad types for

choosing. By setting “None”, the configurable keys listed on “Button Assignment” will be based on

RS51 mobile computer.

19
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% Mew Project X
¢ x None
Project Name Project 1 25 Key
Device Model General Device o = 28 Key
Android Version Android - Numeric
Reader Module None - Numeric + Function
l Keypad Type None = Terminal Emulation

»  Keypad Layout

For the device model “RK95”, if “Keypad Type” is set as
“Terminal Emulation”, you have to further select

“Keypad Layout”.

» UHFRFID

By ticking the checkbox of “UHF RFID"”, you can further
configure the settings of the application EZConfig which
is for CipherLab RK25, RK26, RS35 and RS36 mobile
computers to respectively work with
RK25/RK26/RS35/RS36 UHF RFID Gun to read UHF RFID
tags.

20

% New Project
vX
Project Name
Device Model
Android version
Reader Module

Keypad Type

X
Project 20
RK95 N
Android 9.0 N
2D Reader (SE4850ER) N
Terminal Emulation N

Keypad Layout

TN3270 (52 keys)

O Cold Chain

D

1

N

s
|
a
7

% New Project
vX
Project Name
Device Model
Android version
Reader Module

Keypad Type

UHF RFID

RK25 Configuration

RK25

Android 9.0

None

None
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»  Cold Chain

If this project is for RK95 Mobile Computer Cold Chain
Model, please check “Cold Chain” to acquire the specific

configurations of Enterprise Settings for this device
model.

& New Project

vX

Project Name

Settings for RK95

Device Model RK95
Android version Android 9.0
Reader Module None
Keypad Type None

Cold Chain

3) Once completing the settings on “New Project” dialog, click on “Apply V” to enter the main

O
screen. Make sure to click on “Save Project " to save this project after modifying detailed

settings, and this project will be listed on the existing project list.

& New Project >
Name RS35 Configuration
12764
ice Model RS35 -
droid Version Android 10.0 -
der Module 2D Reader (SE4770) -
pad Type None -

O All Device Configuration
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1.3.2. EXISTING PROJECT

After starting this program, you can load a saved project to make modifications to it. The projects are
saved in the designated folder whose default path is c:\CipherLab\ADC.

1) From the startup dialog shown below, double-click on a project or select the project and then

click on “Open Project Lif you already have some projects.

% Android Deployment Configurator x

B -

Select an existing project:

Project Name Project location
Project 1 C\CipherLab\ADC\Project 1
Project 2 CA\CipherLab\ADC\Project 2
RS35 Configuration C\CipherLab\ADC\RS35 Configuration

Show dialog at Startup

The buttons on startup dialog are:

- Open Project

Select a project and click on “Open Project” to open it.

Cancel

Directly close the window without opening any existing project.

* New Project

To open the “New Project” window to create a new project.

Copy to SD card

= = Save the selected project to the USB stick connected to your PC.
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2) On Main Screen of the project you just enter, check the configuration types you are about to
modify from “General Options” and “Application Options” in “Specify your deployment task(s)”

area and then click on ”Configure...@” to open Configure Device Settings window for
modifying the device configuration. (See Customize Project Configuration for details.)

& R535 Configuration & O %

Android Deployment Configurator,

ZEHMHERexs / NQE 09

Specify your deployment task(s)

[ Al Device Configuration

3) Once your modification on Configure Device Settings window is done and successfully saved,
1]
you’ll return to Main Screen. Be sure to click on “Save Project ” to save your changes, or click

7
on “Save Project as " to save your configurations to be a new project.
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Chapter 2

PROJECT MANAGEMENT & MAIN SCREEN

ADC Main Screen is where you can configure ADC system settings, manage and specify

your project(s). In this chapter, we will go through every part of the main screen and

introduce how to manage the projects.

IN THIS CHAPTER

2.1 Toolbar 0N Main SCrEEN ......eievvee ittt ettt 25
2.2 Configurable Deployment Tasks & SnackBar ........cccccccveeevcvveeennnnenn, 45
PRIV 1o F Tl o fo ] [=]o! T 51
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2.1 TOOLBAR ON MAIN SCREEN

After the Startup dialog, you will enter Main Screen.

As the figure below, “Main Screen” is divided into 3 parts: Toolbar, Configurable Deployment Tasks,

and System Message.

& RS35 Configuration _ O %

Toolbar

| Android Deployment Configurator

D
el
?
@

Specify your deployment task(s)

[ ANl Device Confi iguration

Project loaded s

The buttons on “Toolbar” can be divided into “Project Setting buttons” for the project management,

and “ADC System Setting buttons” for ADC program configuration.

Android Deployment Configurator ADC System Setting buttons

=L SEEC

Project Setting buttons
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There are 11 project setting buttons on the left side of the toolbar.

‘ NEW PROJECT

Z “New Project” is to create a new project. Please refer to Section 1.3.1 New Project for more

detailed description.

2 Mew Praject e
Project Name Project 3

964
Device Model General Device -
Android Version Android -
Reader Module MNone -
Keypad Type Mone -

‘ OPEN PROJECT

B “Open Project” is to open an existing project. Please double-click on a project on the list or
select the project and then click on “Open V”.

=0 Project
pen oIS » Cancel

Open = V“ ﬁ—»Delete

Select an existing project:

Project Name Project location
Project 1 CACipherLab\ADC\Project 1
Project 2 CA\CipherLab\ADC\Project 2

RS35 Configuration CACipherLab\ADC\RS35 Configuration
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You may delete the selected project (which is not the active one) by clicking on “Delete @” on
“Open Project” window.

SAVE PROJECT

B “Save Project” is to save your current project.

SAVE PROJECT AS

B “Save Project As” is to save your current project to a different project name. Please refer to
Duplicate a Project for more details.

% Save Project As x
Apply XV x Cancel

Project Name \RSSS Configuration .

Device Model RS35

Android version Android 10.0 -

Reader Module None v

Keypad Type None M

PROJECT INFORMATION

0 “Project Information” lists the information about the current project.

%% Project Infomation X
Project Name RS35 Configuration
Device Model RS35
Android version 10.0
Reader Module None
Keypad Type None
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OPEN ADC FOLDER
.
L/ “Open ADC Folder” is to open the project folder on your PC. You may view, delete or

duplicate project files. By default, all projects are saved in C:\CipherLab\ADC. The file directory of the
project folder can be modified in Preferences.

| ¥ s | ADC O e
Home Share View o
1 « Cipherlab > ADC v DL £ Search ADC
Name Date modified Type
7 Quick access
Project 1 5/8/2021 3:59 PM File folder
@ OneDrive Project 2 5/8/2021 3:59 PM File folder
> W This PC Project 3 5/9/2021 8:29 PM File folder
RS35 Configuration 5/8/2021 3:57 PM File folder
¥ Network
< >
4 items ==

SAVE CURRENT PROJECT TO SD CARD

@ “Save Current Project to SD Card” is to copy a project to an SD card, and you can deploy the

project to a device with this card. Please insert an SD card into a card reader and connect it to your
PCin advance.

% Select USB Disk X

OK J x Cancel

Please select a drive:

D:\
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Project Management & Main Screen

7 “Deploy” is to save and deploy the current project settings to the connected device via USB

connection.

ACTIONS

E::‘.J

B “Actions” is to customize the sequence of each action type, including connect/delete Wi-Fi,

certificate, auto installation/run/permission, broadcast intent, uninstall/remove app, delete file, file

transfer, device reboot and wait to be automatically executed in batches for the deployment of ADC

project settings.

To change the sequence of actions to be executed when deploying, click on “New . toadda

new type of action by pulling down the Type list and follow the steps listed below to further

configure the action you’d like to dictate.

Step Name
Type Cannect Wi-Fi =
Select Configuration Connect Wi-Fi
Delete Wi-Fi

Certificate

Auto Installation
Auto Run

Auto Permission
Broadcast Intent
Uninstall/Remove App
Delete File

File Transfer
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The buttons on Actions dialog are:
4 . New: To add a new type of action to the list.
» . Edit: To edit the selected action.
» . Delete: To remove the selected action from the list.
» . Delete All: To remove all of the removable items from the list.
4 . Move up: To move the selected action upward and change its sorting order.

4 . Move down: To move the selected action downward and change its sorting order.

Note:

Besides using Move up or Move down button, you can drag-and-drop the selected action
to change the sorting order.

1) Click on“Next -” to select a single setting for this configured action.
2) Then, click on“Apply -” for the confirmation. Select the option you preferred and click on

“Apply w”.

3) Click on “New .” if you would like to add other new types of actions.

4) Repeat above Stepl1~Step2.

5) Click on “Save " to save the new settings and exit from the “Action” window, or click on
N 3 ) .
“Deploy =" to deploy these new settings to the device.
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COMPRESSED PROJECT FILES

4

You can save the current project to SD card through “Save Current Project to SD Card &=1”, or you
can save the project to the project folder on your PC or upload it to your own cloud storage by

R:. =

—
“Compressed project files ”. Through this “Compressed project files “button, the current

project will be saved as a .zip file.
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% Compressed project files X

OK < v x » Cancel

Enter a name for the new compressed file

RS35

Please enter the file name, and click “OK V".

CUSTOMIZE ANDROID SETUP WIZARD

As the mobile computer boots up for the first time after the reset, the setup wizard (Welcome wizard)
will run you through setting up the environment as well as restoring apps and data.

Hi there

ENGLISH (UNITED STATES) ~

START

t O

Emergency call  Vision settings

é “Customize Android Setup Wizard” is for you to make changes to the setup wizard
according to your need. Simply generate your preference settings as a 2D barcode for your mobile

computer(s) to scan in the step of “Deploy with barcode”.
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Cancel

% Customize Android Setup Wizard - U X
I'El B‘I

x 5 » Create 2D barcode
&4 - |

[ skip Setup Wizard

Wi-Fi .

Deploy From URL

» Edit

In the step of “Deploy with barcode”, aim the device scan window at the 2D barcode you generated

from “Customize Android Setup Wizard” window and press the trigger to read.

ENGLISH (UNITED STATES) +

Hi there

@

Emergency call  Vision settings

Deploy with barcode

Reader is ready.
Scan the barcode to deploy.

NEXT
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SKIP SETUP WIZARD

By checking it, you will skip the setup wizard process and directly enter Home app screen.

Sunday, Novil
Deploy with barcode

Reader is ready.
Scan the barcode to deploy.

Play Store

- ;
g
=4 ) s
g Say "Ok Google" ";
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Project Management & Main Screen

To set up the Wi-Fi connection for the mobile computers to apply by scanning the generated 2D

barcode.

1) Click on “Edit ." to open the Wi-Fi settings window after clicking on the checkbox in front of

Wi-Fi.

% Customize Android Setup Wizard

X

Y ‘EJ

O Skip Setup Wizard
Wi-Fi

O Deploy From URL

» Edit

2) On the Wi-Fi settings window, click “New .” to set the information about the Wi-Fi network,

and click “Apply -".

% Connect Wi-Fi

v X

Settings

I/‘ ]

Metwork Mame (SSID)

Security

MNetwork Name (S51D)

LAB-Guest

Security

WPA/WPA2 PSK

Password

...O....|

Show advanced options

Proxy

MNone

IPv4 settings

DHCP
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3) Click “Apply V’" to confirm your settings and return to “Customize Android Setup Wizard”

. . . . I o |
window to generate the 2D setting barcode by clicking on “ Create 2D barcode 228 ”
= 'E_l
% Connect Wi-Fi b
Settings
Metwork Mame (SSID) Security
| LAB-Guest WPA/WPA2 PSK

4) Scan the barcode with your mobile computer(s) in the step of “Deploy with barcode”.

Scan the barcode to deploy.

Deploy with barcode Deploy with barcode

36
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DEPLOY FROM URL
“Deploy From URL” is to deploy the ADC project settings to the devices by downloading the .zip file

of the project from your cloud storage. (You have to save your ADC project as a .zip file in advance.)
To deploy the ADC project settings by “Deploy From URL":

1) Save the ADC project as a .zip file.

2) Upload this ADC project zip file to your cloud storage.

3) Get the downloading link created from your cloud storage.
4) Enter this link into the field of “Deploy From URL".

L ol
5) Click on “Create 2D barcode %E " to generate the 2D setting barcode for the device to scan in
the step of “Deploy with barcode”.

Note:

The detailed steps about deploying the ADC project settings by “Deploy From URL”, please refer to
Deploy From URL.
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2.1.2. ADC SYSTEM SETTING BUTTONS

The 5 buttons on the right side of the toolbar are “ADC System Setting buttons”, which are for ADC

program configuration.

PALETTE

-

N,

L& “Palette” is for users to customize the color of ADC user interface, including the background,

icons, and borders.

% Palette %
Background Color Light Dark
Current palette . Blue v

» WOK — To apply the user interface settings.

» x Cancel — To close the pop-up window without changing any settings.

»  Background Color — Switch between “Light” and “Dark” to change the background color. The

default setting is “Light”.

Android Deployment Configurator

TTHILITECETE

Specify your deployment task(s)

General Options Application Options Other

File Transfer = Barcode Reader Reboot after Deployment
Auto Installation Button Assignment
Auto Run Terminal Emulation
Auto Permission Applock
Wireless Manager Software Trigger
Wi-Fi Settings Enterprise Settings
Cellular Data SIP Controller
System Settings WMDS Agent

Customize

(] All Device Configuration
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»  Current palette — Select the color for the icons and borders from the drop-down menu. The

default color is blue.

= Palette x

v X

Background Color  Light B Dark

Current palette Yellow . Teal
4
. Green
. Light Green
Lime
Yellow
Amber
!
. Orange |
& Project7 X
: : Deep Orange
Android Deployment Configur, il . P g
JEHH ERI®O=E/ | M @
f S | =
FEEERELCE o
Specify your deployment task(s)
General Options Application Options Other
File Transfer e [] Barcode Reader Reboot after Deployment
[ Auto Installation [ Button Assignment
[J Auto Run [J Terminal Emulation
[J Auto Permission Applock
[ wireless Manager [ software Trigger
O wi-Fi Settings a Enterprise Settings
[J Cellular Data | [J siP Controller
(] System Settings [J wMDs Agent
[J Customize
O Al Device Configuration EEE
—
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SECURITY

)
User can enable the password protection for certain features in ADC program through “Security ="
if necessary.

To change your security settings, enter and confirm your password if you would like to enable the

password protection, and then click “Save " to save the setting. This setting will be immediately
applied.

% Security X

X

Enter password (maximum 32 characters)

Confirm password

Password-protected features
[J New Project

[J open Project

[J save Project

Deploy

Configure Device Settings

4 B Save — Save the settings and close the pop-up window at the same time.

> x Cancel — Directly close the pop-up window without changing any settings.
Q.

@
4 W Clear Password — Clear the fields of “Enter password (maximum 32 characters)” and

“Confirm password”.
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PREFERENCES

—
=i
o

“Preferences” is to change your preferences settings for the display language, ADC project
folder location, and snackbar if necessary.

% Preferences X

Save B x Cancel

Choose a display language
English v

Add . - Delete
|

Project location

C:\CipherLab\ADC Browse

Save log file by project Clear Iog

Show dialog at Startup
Observe USB Plug in/out
Show Snackbar

Snackbar messages timeout

15 sec he

»  Choose a display language

Choose a display language other than the default English if necessary. You may click “Add .” to

create your own language or “Edit .” to customize the wordings. See Multi-language Support.

»  Project location

Change your ADC project folder location if necessary. Click “Browse .” to look through the

folders on your PC to locate the folder you’d like to save your ADC projects.
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»  Save log file by project

Decide whether to have logs saved (in ADC program folder) while working on your project. You may

click “Clear log .” to clear all log files if necessary.

»  Show dialog at Startup

Decide whether to show the startup dialog when ADC starts. You may deselect the checkbox inside

the dialog in Preferences.

»  Observe USB Plug in/out

G
Uncheck “Observe USB Plug in/out”, the main screen toolbar buttons “Deploy \?/’ ” as well as

-

Actions r—’ B and the “Configure Device Settings” window toolbar buttons “Synchronize all

settings with device @” as well as “Synchronize current option ." will become available all

the time even with no device is connected with your PC.

ADC will not detect whether there’s any connected device till any one of the foregoing buttons are

pressed.

»  Show Snackbar
Decide whether to show the status message on Snackbar.

If “Show Snackbar” is deselected, the warning message and hint message will be shown by windows

message box as the below figure shows.

u Project loaded successfully.
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»  Snackbar messages timeout

Enable “Show Snackbar”, and you will be allowed to adjust snackbar messages timeout from the
pull-down list if necessary. Valid range: 5, 10, 15, 20, 25, 30 seconds. See Snackbar & Messages.

ABOUT ADC

6 “About ADC” shows the version information of ADC and Cipherlab Apps supported.

Project Management & Main Screen

% About ADC

Support Cipherlab App

ApplockV1.3.3a
ButtonAssignment V1.3.19
Enterprise Settings V1.0.41
EZConfig V1.0.27
ReaderConfig V1.3.33

SIP Controller V1.0.20

SoftwareTrigger V1.18.0

Version 1.3.5.0
© 2017 - 2023 Cipherlab All rights reserved.
www.cipherlab.com

Warning: This computer program is protected
by copyright law and international treaties.
Unauthorized reproduction or distribution of
this program, or any portion of it, may result in
severe civil and criminal penalties, and will be
prosecuted under the maximum extent possible

under law.

DESCRIPTION

Exit

g “Description” provides the links to the web pages to download the latest version of ADC User

Guide, and the current as well as archived versions of ADC program.
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% Description p
[® Online documents * Download and install
User manual Version list

& Contact us

E-Mai

test@cipherlab.com.tw

test

Send < . . » Exit

To report or give your feedback on ADC, please leave your e-mail and message in the fields beneath

“Contact us”, and then send by clicking on “Send .".
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2.2 CONFIGURABLE DEPLOYMENT TASKS & SNACKBAR

It is essential to be careful with the selection made in “Specify your deployment task(s)”, for once
you check an item, its relevant settings will all be written into the devices; therefore, by checking “All
Device Configuration”, you will have all of the default settings (“Reboot after Deployment” is
included in) applied to selected devices.

Specify your deployment task(s)

[J Al Device Configuration CO nflgu l'e...

The “Device configuration” part contains two categories: one is “General Options”, and the other is
“Application Options”. For the details about how to configure those options, please refer to
Customize Project Configuration.

Please note that the configurable options (both “General Options” & “Application Options”) listed on
“Device configuration” may be slightly different based on the project device model you set.
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2.2.1. GENERAL OPTIONS

The “General Options” are:

FILE TRANSFER

To set the files to be copied to the device while deploying.

Note:

“File Transfer” is automatically selected if checking “Barcode Reader”, “Terminal Emulation”,

“AppLock” or “EZConig” in “Application Options” part.

AUTO INSTALLATION

To set the files to be copied to the device while deploying, and the programs will be automatically

installed upon the completion of the deployment.

AUTO RUN

To set the programs to be executed automatically when the device restarts.

AUTO PERMISSION

To control over the permission of the specific app requests.

WIRELESS MANAGER

To enable or disable Wi-Fi, Bluetooth, cellular data, and NFC.

WI-FI SETTINGS

To set the wireless profile for the device to apply.
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CELLULAR DATA

To configure the cellular data network for the device.

SYSTEM SETTING

To configure the further system settings for the device.

CUSTOMIZE

To determine whether to enable “Battery Swap” for the applied device(s) or not.

This option is only available when the project device model is set as RK25.
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2.2.2. APPLICATION OPTIONS

Depending on the project device model, the listed options may be slightly different.

BARCODE READER

“Barcode Reader” is to configure the scan engine inside the mobile computer through the built-in
application “ReaderConfig”. It allows users to set their scanner preferences and the way to output
the decoded data. Symbology and scanner settings can be saved and exported as a profile for

importing again or implementing identical Reader Config settings on multiple devices.

For more detailed instructions about the function of “ReaderConfig”, please refer to ReaderConfig
User Guide for Android.

Note:

By checking “Barcode Reader”, “File Transfer” of General Options will be automatically selected.

BUTTON ASSIGNMENT

“Button Assignment” is to redefine the functions of physical keys to trigger different actions. Settings
made to one or more keys can be saved as a profile, allowing users to switch conveniently between

different sets of settings.

For the detailed instructions, please refer to Button Assignment User Guide for Android.

TERMINAL EMULATION

“Terminal Emulation” is developed for industries which use terminal emulators extensively. It
enables your mobile computer to act as a terminal emulator while communicating with a host of the

same environment.

For further information, please refer to Terminal Emulation User Guide (Android).

Note:

By checking “Terminal Emulation”, “File Transfer” of General Options will be automatically selected.
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APPLOCK

“AppLock” limits the device system resources made available to users. It gives way to ordinary

working applications while locking out those that are not so productive.

For the operation instructions of ApplLock, please refer to AppLock User Guide for Android.

Note:

“File Transfer” of General Options and “Reboot after Deployment” will be automatically selected if

“AppLock” is checked.

SOFTWARE TRIGGER

“Software Trigger” serves as a real trigger key on mobile device. Once enabled, it will always float on
top of all other programs for convenient trigger control of the barcode scanner. By tapping and

holding this virtual button, the device will keep casting a red beam to scan the code.

ENTERPRISE SETTINGS

“Enterprise settings” offers different setting functions coincided with the project device model you

set. For the specific functions about “Enterprise settings”, please visit our website to find the

reference manual according to the device model.

SIP CONTROLLER

"SIP Controller" offers quick open or close of the virtual keyboard by tapping on the floating button.

You can set up to 2 virtual keyboards for cycling through.

EZCONFIG

“EZConfig” is for RK25, RK26, RS35 and RS36 mobile computers to respectively work with
RK25/RK26/RS35/RS36 UHF RFID Gun to read UHF RFID tags.

Please refer to EZConfig User Guide for Android for the detailed instructions about EZConfig.

Note: “File Transfer” of General Options will be automatically selected if “EZConfig” is checked.
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With “Reboot after Deployment” enabled, the selected devices will automatically start rebooting

process upon the completion of the deployment.

The snackbar located at the bottom of Main Screen gives the information or feedback after
you take an action. Certain critical messages will also show on a pop-up window to catch
your attention. To dismiss the message at once, please click "OK” on snackbar.

% Project7 — O b

ZEHHAERe=E /

Specify your deployment task(s)

All Device Configuration

See Preferences for how to adjust snackbar messages timeout and turn off the pop-up
messages.

50




Project Management & Main Screen

2.3 MANAGE PROJECTS

Click on “Open Project L " on Toolbar to open the project folder. You may view, delete or
duplicate project files. By default, all projects are saved in the path C:\CipherLab\ADC,
which can be modified in Preferences.

2.3.1. CREATEAPROJECT

To create a new project:

FROM STARTUP DIALOG

. |
/ ”

From the startup dialog, click on “New Project . to create a project.

% Android Deployment Configurator X

/‘l

-

[ TR

Select an existﬁlg-pruje 2

Project Name Project location

Project 1 (for RK25]: CACipherLab\ADC\Project 1 (for RK25)

Project 2 (for all moEﬁeI CACipherLab\ADC\Project 2 (for all models)

Project 3 (for RKS5 dicl- CACipherLab\ADC\Project 3 (for RK95 Cold Chain)

RK95 :  C\Cipherlab\ADC\RK9S
¥
= Mew Project x
Show dialog W x B

Project Name Project 4 (for Testing)|

Device Model RK25 =
Android version Android 7.1.2 =
Reader Module None =
Keypad Type Mone =

O uHF RFID
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FROM MAIN SCREEN TOOLBAR

¥

If the startup dialog has been dismissed, click on “New Project | —” on Toolbar. Define the scope of

your project and click on ”Applyf”.

ol (R n
VA) = |
2 Mew Project x
Apply f Cancel
Project Name Project 4 (for Testing]-|
Device Model RK25 v
Android version Android 7.1.2 -
Reader Module None =
Keypad Type MNone v
O UHF RFID
NEW PROJECT WINDOW

The items need to be defined on “New Project” window are:

»  Project Name

Enter a name to identify your project.

»  Device Model

Specify which model will be used in the project.

»  Android Version

Specify which operating system the model is running.
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» Reader Module

Specify which barcode reader module is equipped on your device.

» Keypad Type

Specify which type of keypad is equipped on your device.

» UHFRFID

Select whether to configure the settings of EZConfig which is for RK25, RK26, RS35 and RS36 mobile
computers to respectively work with RK25/RK26/RS35/RS36 UHF RFID Gun to read UHF RFID tags.

»  Cold Chain

By checking “Cold Chain” for RK95 mobile computer, you can configure the physical keypad and the

heaters through Enterprise Settings.

Note:

The detailed description about “New Project” window, please refer to New Project.
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2.3.2. OPENA PROJECT

To open an existing project:

1) From the startup dialog, double-click on a project or select a project and then click on “Open

ij_:_;L‘
Project Lmif you already have some projects.

= Android Deployment Configuratar b4

R/ =

Select an existing project:

Project Mame Project location

Project 1 (for RK25) CACipherLab\ADC\Project 1 (for RK25)

Project 2 (for all madel CACipherLab\ADC\Project 2 (for all models)
Project 3 (for RK95 Coll  CA\CipherLab\ADC\Project 3 (for RK95 Cold Chain)

RKS5 CACipherLab\ADC\RKI5

Show dialog at Startup

The setting buttons on the startup dialog are:

T Open Project
[Fo p ]
l J Select a project and click “Open Project” to open it.
x Cancel
Directly close the window without opening any existing project.
. New Project
4= Open the “New Project” window to create a new project.
m Copy to SD card
i Save the selected project to the USB stick connected to your PC.
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2) If the startup dialog has been dismissed, click on “Open Project B‘” on Toolbar.

3) On the project list, double-click on the desired project or select the project and click “Open «

to openit.

<& Open Project et

QvIX i

Select an existing project:

Project Mame Project location

Project 1 (for RK25) ChCipherLab\ADC\Project 1 (for RK25)

Project 2 (for all model ChCipherLab\ADC\Project 2 (for all models)

Project 3 (for RK95 Col  ChCipherLab\ADC\Project 3 (for RK95 Cold Chain)

RKS5 CACipherLab\ADC\RKS5

The setting buttons on “Open Project” window are:

Open

Open the selected project.

Cancel

Directly close the window without opening any existing project.

Delete

@] X[ <

Delete the selected project.
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If you would like to delete an existing project, please:

1) Click “Open Project @" on Toolbar.

JEHH ol =

.
é ‘
-

-

2) Then, select the project from the project list and click “Delete u‘ ",

“Z& Open Project

vX|BF

Select an existing project:
Project Mame Project location

Project 1 (for RK25) CACipherLab\ADC\Project 1 (for RK25)

roject 2 (for all model CACipherLab\ADC\Project 2 (for all models)

roject 3 (for RK95 Coll ChCipherLab\ADC\Project 3 (for RKS5 Cold Chain)

RK95 CAxCipherLab\WADCA\RKI5
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2.3.4. DUPLICATE A PROJECT

To copy an existing project and make changes of it:
1) Click on “Open Project L ” on Toolbar to load the project you’d like to duplicate.

2) Click on “Save Project As E”on Toolbar.

/LE{@ o =

3) Change the project scope if necessary, and then save it to a different project name.

I WL
\-_I
=

7

Click on “Apply f” after making changes of the project scope.

Z Save Project As X
v X

Project Mame Project 4 (for testing)| .
Device Model RK25

Android version Android 9.0 =

Reader Module 2D Reader (SE47505R) ~

Keypad Type 28 Key ~

UHF RFID

Note: Device Model cannot be changed.
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1
4) On Main Screen, modify the settings you require and click “Save Project " on Toolbar to
save this new project.

2 Project 4 (for testing)

Android Deployment Configurator

ZEeBHA =R 8 7 NQE 0@

Specify your deployment task(s)

All Device Configuration
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If you would like to view the summary of the current project, please:

1) Click on “Project Information Lﬂ" on Toolbar.

2) A Project Information window will pop up. You can click on “X” to close it.

& Project Infomation >
Project Mame Project 4 (for testing)
Device Model RK25
Android version 9.0
Beader Module 20 Reader (SE4750MR)
Keypad Type 25 Key
UHF RFID as
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Chapter 3

CUSTOMIZE PROJECT CONFIGURATION

This chapter specifies the configurations to be set on “Configure Device Settings” window

which can be opened by clicking the button “Configure... . in Specify your deployment

task(s) area on Main Screen.

IN THIS CHAPTER

3.L1.0OVEIVIEW eiiiiiiiiiietitee ettt e e e e e e e e s e s e e e e e s 61

R I | [ I T o1 T TP UR 72

Y o o1 75

3.4.Barcode REAUEN ....ciiieiiie ettt 88
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3.9.Terminal EMUlation.......coooiiieiiiiiiiiceee e 130

3L L0 APPLOCK. ettt e et sr e e eae st s 132
3.11.SyStem SEttINGS....ee et e 138
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3.1. OVERVIEW

After selecting the “General Options” and “Application Options” to be configured, click on

“Configure... " to open “Configure Device Settings” window for the further settings to be
written into the devices.

& Project 1 (for RK25) - O x

Android Deployment Configurator

=1-1- =11 &/ el 2

Specify your deployment task(s)

All Device Configuration

“Z Configure Device Settings

vX EEmME

T |

| File Transfer . /S B

Apps

»  Barcode Reader fame

1
! I
1 I
: I

1
I .
1 Blnopissnment : ReaderSettings.json a &
| Wireless Manager 1
| o . ] EZConfigSettingjson @ &
: »  Wi-Fi Settings 1
1 Cellular Data : [Ecinosison a Loé
: »  Terminal Emulation : Autolmpart_Applockjson @ Lo‘9
: » Applock :

A

: >  System Settings :
: > EZConfig :
| Enterprise Settings 1
1 } > o
1 Customize 1 Conflgurable
1 .
I Compilation : Settlngs
! |
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3.1.1. CONFIGURABLE SETTINGS

The configurable setting items on “Configure Device Settings” window are as below:

File Transfer To set the files to be copied to the device while deploying.

To set the app(s):
»  Auto Installation:

To be copied to the device while deploying, and automatically installed

upon the completion of the deployment.

Apps »  AutoRun:

To be executed automatically when the device restarts.
> Auto Permission:

To be ranged what is allowed to do and access.

To configure the scan engine inside the mobile computer, and set the

Barcode Reader scanner preferences according to the user’s need and dictate the way to

output the decoded data.

To redefine the functions of physical keys or to assign specific functions to
Button Assignment the programmable keys.

Wireless Manager To control whether to enable Wi-Fi, Bluetooth, cellular data, and NFC.

Wi-Fi Settings To set the wireless profile for the device to apply.

Cellular Data To configure the cellular data network for the device.

To configure the settings of the app “Terminal Emulation” which enables

Terminal Emulation the device to act as a terminal emulator while communicating with a host

of the same environment.
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To configure the settings of the app “AppLock” which dominates over the

AppLock 0S and limits the system resources made available to users.

System Settings To configure the further system settings for the device.

To configure the settings of the app “EZConfig” for RK25, RK26, RS35 and
RS36 mobile computers to respectively work with RK25/RK26/RS35/RS36

EZConfig
UHF RFID Gun.
To configure the settings of the app “Enterprise Settings” which provides
Enterprise Settings various functional settings according to the project model.
To configure the settings of the app “SIP Controller” which presents a
SIP Controller virtual button to quickly open the selected virtual keyboard.
Customize To edit Uninstall/Remove App List and Delete List.

Advanced System Settings To configure how to update the OS Image of your device(s).

Software Trigger : To configure the settings of the app “Software Trigger”
which presents a virtual button to work as a real trigger key to control the
bardcode scanner to scan the code.

SIP Controller: To configure the settings of the app “SIP Controller” which
Compilation presents a virtual button to quickly open the selected virtual keyboard.

WMDS Agent: To configure the IP address and port number settings of
WMDS server for the wireless deployment of ADC configuration projects to

Android devices.

To configure Android App(s) that can receive the broadcasting message
Broadcast Intent from the system.
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3.1.2. BUTTONS ON CONFIGURE DEVICE SETTINGS TOOLBAR

On Configure Device Settings window, the buttons on the toolbar deliver the following

functions:
% Configure Device Settings - O *
=== i’ Bze’
v X [EEm 5
File Transfer . — —
7/ & [ B
Apps

» Barcode Reader Blame

Button Assignment TE_settingsjson E f‘é
Hireess Hanager Autolmport_ApplLock.json E [_ﬂé
*  Wi-Fi Settings
cellular Data ReaderSettings.json E Laé
*»  Terminal Emulation EZConfigSetting json Ia Lﬂé
¥ Applock
> System Settings
* EZConfig

Enterprise Settings
Customize
Compilation

Broadcast Intent

asmmmm?

4 ¢Apply

To save the settings and close Configure Device Settings window.

Always remember to click on Apply ¢ before you close Configure Device Settings window.

> x Cancel

Directly close Configure Device Settings window without saving any settings.
> @ Synchronize all settings with Device
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Instead of working on the device configurations at the beginning, you may fetch the current

configurations from device by connecting your device to PC via USB connection and clicking on

“Synchronize all settings with Device @”.

> E.. Reset all settings to default

You may also click on “Reset all settings to default 21” to reset ALL settings if necessary. Please
note that, for this synchronization to be carried out successfully, make sure the USB debugging mode

on your device is already enabled (refer to How Do | Enable Debugging Mode on My Device?).

=

» Y PDF Preferences

To customize the size of 2D barcode and its font size, type, color and language for your mobile
computers to apply the selected configurations by scanning this barcode with the application

“BarcodeToSetting”.

Tomimar
» =l Create 1D barcode

-

To export and generate the settings as 1D barcodes for your mobile computers to apply the selected

configurations by scanning the barcodes with the application “BarcodeToSetting”.

L -

020
> ..%5.: Create 2D barcode

To export and generate the settings as 2D barcode for your mobile computers to apply the selected

configurations by scanning the barcode with the application “BarcodeToSetting”.

4 . Synchronize current option

To acquire the device settings only for the current tab page. This button is only available when the

device is connected with the PC where ADC program is installed.

4 . Reset current option

To restore the settings on the current tab page to default.
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3.1.3. HOW TO SYNCHRONIZE THE DEVICE SETTINGS

You may need to acquire the device settings through “Synchronize all settings with Device @” in
order to get the setting information to be edited for certain built-in application or system settings or

even get the user-installed app information from your device.

To perform “Synchronize all settings with Device @", you have to enable the debugging mode on

your device in advance.

ENABLE DEBUGGING MODE

For the device to be synchronized, it's debugging mode must be turned on:

1) To access “Build number” from App Drawer | Settings | System | About

Q. Search settings & System Q < About phone Q
® About phone | | Android version
Security RK95 9
Screen lock
@ Languages & input IP address
Accounts Gboard Unavailable
No accounts added
@ Date & time Wi-Fi MAC address
e Accessibility GMT+08:00 China Standard Time 00:d0:17:bc:27:15
Screen readers, display, interaction ...
& Backup Bluetooth address
e Digital Wellbeing & parental contr.. off 00:d0:17:bc:27:14
Screen time, app timers, bedtime sc...
) Reset options Build number
@ Google Network, apps, or device can be reset RK95.GMS.WO.daily.20210512
Services & preferences
o Advanced Device ID
System | | Multiple users, Developer options, S. B011321112010111944023214210
Languages, time, updates | | 101222

Note:

For RS35 mobile computer, “Build number” can be accessed from App Drawer| Settings | About
Phone.
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2) Tap on “Build number” for 7 times to enable Developer options.

Customize Project Configuration

About phone Q

Android version
9

IP address
Unavailable

Wi-Fi MAC address
00:d0:17:bc:27:15

Bluetooth address
00:d0:17:bc:27:14

Build number
RK95.GMS.WO0.daily.20210512

<& About phone

Android version
9

IP address
Unavailable

Wi-Fi MAC address
00:d0:17:bc:27:15

Bluetooth address
00:d0:17:bc:27:14

Build number
RK95.GMS.WO0.daily.20210512

Device ID

B011321112010111944023214210
101222

You are now 3 steps away from being a
developer.

N\ e e

About phone Q

Android version
9

IP address
Unavailable

Wi-Fi MAC address
00:d0:17:bc:27:15

Bluetooth address
00:d0:17:bc:27:14

Build number
RK95.GMS.WO.daily.20210512

|
You are now a developer! a0

[V

3) Once Developer options is on, you can find it in System. Enter “Developer options” and swipe

down to find “USB debugging” and switch it on.

&<  System Q
et Gboard
@ Date & time
GMT+08:00 China Standard Time
Backup
& Off
oD Reset options
Network, apps, or device can be reset
o Multiple users
= Signed in as Owner
{}  Developer options

System updates
Updated to Android 9

<  Developer options

Night mode
Always off

Quick settings developer tiles

Debugging

Q

USB debugging
Debug mode when USB is

connected

N e

Revoke USB debugging
authorizations

Bug report shortcut
Show a button in the
power menu for taking a
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USB debugging is intended for
development purposes only. Use
it to copy data between your

computer and your device, install
apps on your device without
notification, and read log data.

CANCEL
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4) Connect the device with your PC where ADC is installed, and confirm “Allow USB debugging” on
your device.

& Developer options Q

Night mode
Always off Allow USB debugging?
The computer's RSA key
Quick settings developer tiles fingerprint is:
24:BE:D0:80:E2:25:A
. F:C1:.C3:B9:4F:3C:
_ Connect device 83:76:50:48
Debugging
with PC || Always allow from this computer
JNSEEEEEEESEEEEREEREEEEEREEEEEEY
o USB debugging .E
H Debug mode when USB is 5
E connected . CANCEL

‘E NN NS SN EEEEEEEEEEEEEEEEEEES

Revoke USB debugging
authorizations

Bug report shortcut
Show a button in the

RUN THE APP(S) ON DEVICE

To successfully acquire the settings information from your device, please launch those apps (listed on
“Application Options”) for at least one time.

After synchronizing, a report about failing to synchronize the app settings appears if the app(s) is
never launched on the connected device.

Report
Filename Condition
Barcode Reader Reader module not match. Skipped synchro
Applock Please install and run Applock to generate t
Terminal Emulation Please install and run Terminal Emulation to
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SYNCHRONIZE ALL SETTINGS WITH DEVICE

Make sure that you’ve properly got the settings for enabling debugging mode done before
performing “Synchronize all settings with Device”.

On “Configure Device Settings” window, click on “Synchronize all settings with Device @”.

% Configure Device Settings

- ] *

B |1 °

Getting device information...

74%

Please note that the connected device to be synchronized must be the same model as the project

device model you set, otherwise the synchronization would stop and the following warning message
would be prompted as well.

Project settings are inconsistent with the
connected device. Please connect the

correct device type!
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You may get a failure report about the app(s) whose the setting info cannot be successfully acquired

by ADC after synchronization. Click “OK” to close this failure report window.

Report
Filename Condition
Terminal Emulaticn File could be damaged or doss not exist.
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After completing configuring the details of settings on Configure Device Settings window

1]
and returning to Main Screen, remember to click on “Save Project I_I" before exiting this

program.

= Project 1 (for RK25)

Android Deployment Configurator

ERex=E/ NQETO9
Specify your deployment task(s)

4 Al Device Confi iguration
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3.2. FILE TRANSFER

“File Transfer” is to set the files/folders to be copied to the device while deploying. To add a

new file/folder, please click on “New . ” to open the window and select either File or
Folder you’d like to transfer.

% Configure Device Settings - O *
= = i ozE
vX3E @M

File Transfer - = =
@ / E '=
Apps

> Barcode Reader Name

Button Assignment
Wireless Manager
*  Wi-Fi Settings
Cellular Data
»  Terminal Emulation
»  Applock
»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

> . New

Add a file/folder to the list.

4 . Edit

Edit the selected item.

> . Delete

Remove the selected item from the list.

> . Delete All

Remove all of the removable items from the list.
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> . Move Up

Move the selected item upward to change its sorting order.

> . Move Down

Move the selected item downward to change its sorting order.
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TRANSFER A FILE

1) Click the radio button @ to select “File” to transfer the file.

2) You can add a file from your PC by selecting —4 , and click on ”Browse. "to locate the file.

r U4
Or you can select L and key in URL or select = and key in FTP to add the file.

2 MNew x

x|

@ File

B
B

"". t Folder -

b4

Note:

Besides clicking on New button to add a new file, you can drag-and-drop any file(s) to the
file list.

3) Then, choose to store the file either in the device D or in the SD card u folder.

4) Repeat above Step 2~Step3 to add other file(s) to the file list .

% MNew *

/%
a- 8

U ¢ Folder v
N
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5) Click on Apply ¢ before you close the Configure Device Settings window.

TRANSFER A FOLDER

In a device, if you would like to transfer the file(s) of one folder into the other folder, please follow

the steps below to perform the folder transfer:

1) Click the radio button @ to select the way of the folder transfer between Copy Folder and
Move Folder from the pull-down list.

Z New x

@® Copy Folder " -

Fror  Copy Folder

Move Falder
To

2) Fill the file directory of the source and the destination folders contained in the device’s internal

storage into the From field and the To field respectively.

3) Click on Apply « before you close the Configure Device Settings window.

J/Source 1

@ Copy Folder M 0
Feem

Ta /Dest 1

T E S I NN NN NN NN NN NN NN NN NN NN NN EEEENEEEEEEEEEREEE
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10:58 5 w0 11:27 5 w0
= RK26 U =  Dest1 OO
BB Pictures B Music
i i
—
BB Dest1 u | ADC - ' '
B Source 1 B8 Download -
'i| Agility_In... 'i| EnDeClo...
' 7.75MB Ja... ' 27.91 MB J...
BB CL Settin... B wmDs
BB ReaderSe... BB qcom
B /cpMana.. BB software...
BB tnterprise... BB RfidServic...
BB i control.. BB system_u.
539 8 0
=  Source1 Qi

& Agility_In... a  EnDeClo...
l'l 7.75MB D... l" 27.91MB 1.

Note:

After the folder is transferred, the source folder will still retain if the option of “Copy Folder” is
selected. However, the source folder will be removed immediately if the option of “Move Folder” is

selected.
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3.3. APPS

To arrange the applications for your device through “Apps”, please click on “New ” to open the

window and select the action you’d like to dictate.

% Configure Device Settings - O >

v X (8B E B Synchronize current option . .

File Transfer

o
- Reset current option
Apps
s  Barcode Reader nstall Run Permission
X
Button Assignment
Wireless Manager
> Wi-Fi Settings Type
None -
Cellular Data
None
> Terminal Emulation
Auto Installation
> Applock
Auto Run

> System Settings
Auto Permission

Enterprise Settings

Auto Installation 8 Auto Run
Customize
Auto Installation & Auto Permission

Compilation o
Auto Run & Auto Permission

Broadcast Intent . .
Auto Installation & Auto Run & Auto Permission

The buttons and the setting on “Apps” tab page are:

> . New: To add a new apk file to the list.

v

. Edit: To edit the selected apk file.
4 . Delete: To remove the selected apk file from the list.
> . Move up: To move the selected apk file upward and change its sorting order.

4 . Move down: To move the selected apk file downward and change its sorting order.
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3.3.1. AUTO INSTALLATION

The specified apk files will be copied to the device while deploying, and the programs will be

automatically installed upon the completion of the deployment.

To set the file, please select J and click on “Browse .” to browse through PC folders. Or you

S ;
can select o and key in URL or select = and key in FTP to add files.

= MNew Apply

4 3 File on PC ¢ x cancel

-
Select the apk file from PC. yPe

-

Auto Installation

"'3 v CA\CipherLab\Tools\apk\WMDSAgent_CipherLab_v1.1.43.af .

(Y )
» @ File URL % New Apply

Input the URL for the device to download ¢ x Cancel

the apk file, and enter the file name for it. Type

Auto Installation

“

@ ~ hitpsi//www.cipherlab.com/testapk

enter the full file name and extension

e

Filename Pleas
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% Mew Apply

¢ x » Cancel

Type
Auto Installation -

@
> “_ File FTP

Input the FTP for the device to download

the apk file, and enter the file name for it.

@ ~ ftpy//UserPasswoard@192.168.1.1:21/File/test.apk

enter the full file name and extension

Filename Pleas

-]

Click on “Apply ” to return to Configure Device Settings window, and the file you set is now on
the list.

% Configure Device Settings - O >
=== Tmil oz’
v X3 E|E
File Transfer . . .

Apps
> Barcode Reader MName Install Run Permission
Button Assignment .
WMDSAgent_Cipherlab_v1.1.43.apk “

Wireless Manager
testapk @.
»  \Wi-Fi Settings

Cellular Data
*» Terminal Emulation
> Applock
>  System Settings

» EZConfig

Enterprise Settings
Customize

Compilation

Delay Time(second): 0 v

Note: Before an auto installation takes place on the device, please make sure to exit all the running

programs. Otherwise, your programs may not function correctly.
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3.3.2. AUTORUN

The specified programs will be executed automatically when the device restarts. During the

deployment, the new Auto Run app will overwrite the previous one. Therefore, if you check “Auto

Run” item from “General Options” list on Main Screen, please remember to configure the Auto Run

app list here; otherwise, the previous Auto Run app list on your device will be overwritten by a blank

list.

Please perform “Synchronize all settings with Device " to sync with your device in

advance, if not, no apps will be available on “Associated app” list.

= MNew

v X

Type
Auto Run v

Associated app ] None

Filename Please enter the full file name and extension

Package Name Please enter the package name of android app

Execution Conditions ~ Right Away -

e

Under the circumstances without
synchronization, you can directly fill in the
filename and the package name (please
acquire the package name from the
application developer).

Note:

Ascertain that the filename & package name are
correct and this Auto Run app is installed on the

device.
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v X

Type
Auto Run -

Associated app ] Mone

Filename Chromium

Package Name 0rg.chromium.chrome|

Execution Conditions ~ Right Away -
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You may further configure either “Right Away” or “Device Reboot” to decide when the specified

program(s) will be executed automatically by pulling down Execution Conditions list. These two
options of Execution Conditions are described as follows:

»  Right Away: The specified program(s) will be automatically executed at once when the
deployment completes.

» Device Reboot: The specified program(s) will be executed automatically when the device
restarts. As the option of Execute Once is checked as well, the specified program(s) will be
executed automatically one time only if the device restarts.

Select the app from “Associated app” list, and then click on “Apply " to add it.

= Me *

enmmmmw
]

5

Pamnmuns

Type
Auto Run

Associated app 5 HF RFID Configuration v

Execution Conditions  Right Away -

MName

nstall Run Permission

WMDSAgent CipherLab v1.1.43.apk “

HF RFID Configuration &

Delay Time(second): 0 -
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3.3.3. AUTO PERMISSION

To control over the permission of specified app requests, please perform “Synchronize all settings

with Device @" to sync with your device in advance to get the “Associated app” list, or eles, you

need to fill in the filename and the package name to demonstrate the app installed on the device.

% MNew x
i

v X

Type
Auto Permission -

Associated app D None v

Filename Chromium

Package Name org.chromium.chrome

[J ANl Permission
O Device Admin
[ Install Unknown
[ Device Owner

Class Mame

After selecting the app from “Associated app” list or specifying the app by the filename and the

package name, and choose the permission you’d like to grant for this app.

»  All Permission

Allow all of the permission this application asks for.

»  Device Admin

The app permission request will prompt on the device for the device admin to grant.

» Install Unknown

Allow to install apps from the unknown source.
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privilege (Device Admin < Device Owner) of the device.

Customize Project Configuration

Device Owner: A device allows one active device owner only. Device owner has the top level

Class Name: Fill in the desired name of Class (e.g. net.vendor.controlApp.admin.DeviceAdminAgent).

Click on “Apply

” to add this app to the list and return to Configure Device Settings window.

Type

AUED Permission

Asicciatedapp  [Z Signature Capture

All Permission
O Device Admin
[ Jhstall Unknown
O Device Owner

Clzss Name

MName

Signature Capture

Delay Time(second) : 0 -

nstall

Run

Permission

&

Before closing the Configure Device Settings window, be sure to click on Apply J on Configure

Device Settings toolbar.
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3.3.4. OTHER CONFIGURATIONS

The following configurations are the combination of “Auto Installation”, “Auto Run”, and “Auto

Permission”.

AUTO INSTALLATION & AUTO RUN

To set the app to be installed after the deployment and the app will execute automatically after the

device boots up.

Define the apk installation source of the app to be installed:

4 -J File on PC

Select the apk file on your PC and click on “Browse...

.” to browse through the folders.

[T )
» W& FleURL

Input the URL for the device to download the apk

file, and enter the file name for it.

@ _
4 “_ File FTP

Input the FTP for the device to download the apk

file, and enter the file name for it.

% Mew *

v X

Auto Installation & Auto Run -

——

A - CA\Users\iris.wang\Desktop\WMDSAgent_CipherLab_v1.1.4 .

Execution Conditions  Right Away v

You may further configure either “Right Away” or “Device Reboot” to decide when the specified program(s)

will be executed automatically by pulling down Execution Conditions list. These two options of Execution

Conditions are described as follows:

»  Right Away: The specified program(s) will be automatically executed at once when the deployment

completes.

»  Device Reboot: The specified program(s) will be executed automatically when the device restarts. As the

option of Execute Once is checked as well, the specified program(s) will be executed automatically one

time only if the device restarts.
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Select the apk installation source from file on your

ol - !
PC J , URL @ orFTp ¢ for download, also

check the permission you’d like to allow for this app.

»  All Permission: Allow all the permission this
application asks for.

»  Device Admin: The app permission request will
prompt on the device for the device admin to
grant.

» Install Unknown: Allow to install apps from

unknown source.

»  Device Owner: A device allows one active
device owner only. Device owner has the top
level privilege (Device Admin < Device Owner)
of the device.

Class Name: Fill in the desired name of Class (e.g. net.vendor.controlApp.admin.DeviceAdminAgent).

AUTO RUN & AUTO PERMISSION

By executing Synchronize all settings with Device @” in advance, you can select the app from

“Associated app” list and set the permission for it.

Customize Project Configuration

= MNew

v X

Type
Auto Installation & Auto Permission

3 ~ C\CipherLab\CipherLabOSUpgrade_v1.0.6.apk

O ANl Permission
[ Device Admin
O Install Unknown
O Device Owner

Class Name

% MNew *

v X

Type
Auto Run & Auto Permission v

Associated app @5 Button Assignment v

[ Al Permission
[ Device Admin
O Install Unknown
O Device Owner

Class Name

Execution Conditions  Right Away v
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Without the synchronization, please fill in the filename and the package name of the app. The
specified app must be installed on the device, and the filename and package name you enter should
be precise. Also select the permission you’d like to grant for this app.

= New x

vX

Type

Auto Run & Auto Permission v

Associated app D None -

Filename Pikture

Package Name com.diune,pictures

] All Permission
Device Admin
[ Install Unknown
[J Device Owner

Class Name

Execution Conditions ~ Right Away -

»  All Permission: Allow all of the permission this application asks for.

»  Device Admin: The app permission request will prompt on the device for the device admin to
grant.

» Install Unknown: Allow to install apps from the unknown source.

»  Device Owner: A device allows one active device owner only. Device owner has the top level
privilege (Device Admin < Device Owner) of the device.

Class Name: Fill in the desired name of Class (e.g. net.vendor.controlApp.admin. DeviceAdminAgent).

You may further configure either “Right Away” or “Device Reboot” to decide when the specified
program(s) will be executed automatically by pulling down Execution Conditions list. These two
options of Execution Conditions are described as follows:

»  Right Away: The specified program(s) will be automatically executed at once when the
deployment completes.

»  Device Reboot: The specified program(s) will be executed automatically when the device
restarts. As the option of Execute Once is checked as well, the specified program(s) will be
executed automatically one time only if the device restarts.
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AUTO INSTALLATION & AUTO RUN & AUTO PERMISSION

Choose the app to be installed after the deployment by uploading the apk file to ADC program or
providing the URL or FTP for the device to download the apk file, set this app to be executed after
the device boots up, and select the permission you grant for it. For more details on these settings,

please refer to the insturctions we mentioned above.

% Mew x

v X

Type
Auto Installation & Auto Run & Auto Permission v

g *  Ch\Users\iris.wang\Desktop\WMDSAgent_CipherLab_v1.1.4. .

O ANl Permission
[ Device Admin
[ Install Unknown
O Device Owner

Class Mame

Execution Conditions ~ Right Away -
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3.4. BARCODE READER

“Barcode Reader” is to configure the scan engine inside the mobile computer and set the scanner
preferences according to the user’s need and dictate the way to output the decoded data through
the application “ReaderConfig”. If you would like to synchronize the device settings by ADC, make
sure that “ReaderConfig” has been launched on the device for at least one time.

- ] X
. Profile Management Buttons . .

File Transfer |. . . . . |

Apps
. FRaTOHEEeades Profile Name Associated app Enable
Security Default

Button Assignment Profile 1 com.cipherlab btprtmate
Wireless Manager
»  Wi-Fi Settings
Cellular Data
% Terminal Emulation
>  Applock
»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

The buttons on “Barcode Reader” tab page are for the profile management:

4 . New Profile

To create a new profile to manage the barcode reader.

> . Edit Profile

To edit the selected profile and change settings that best suits your needs.

4 . Delete Profile:

To remove the selected profile from the list.

88




Customize Project Configuration

> . Copy Profile

To copy an existing profile and make changes from the duplicate.

4 . Rename Profile

To give the selected profile a new name.

Execute “Synchronize all settings with Device @” or “Synchronize current option .” to get

the settings from the currently-connected device.

Note:
(1) “Default” profile cannot be deleted.

(2) For detailed instructions about “ReaderConfig”, please refer to ReaderConfig User Guide for
Android.
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Through the profile management buttons, you can:

NEW PROFILE

Click on “New Profile .” to create a new profile. Enter a name for this new profile and confirm
by IIOK”.

% Configure Device Settings — [m| X

vX3EEmE oo
File Transfer . B .

Apps
s | Barcode Reader rofile Mame Associated app Enable
Button Assignment ult

Wireless Manager

> Wi-Fi Settings .
New Profile

Cellular Data
> Terminal Emulation Enter a name for the new profile
> Applock

Profile 1

*  System Settings
Enterprise Settings

Customize

Compilation

Broadcast Intent

# Configure Device Settings

vXEEDME
File Transfer . .

Apps
»  Barcode Reader Profile Name Associated app Enable
Button Assignment Default
EE NN NN EEE NN NN NN NN EEEEE NN NN NN EEEEEEEEEEEEEEEEE

u
.
Wireless Manager o
H Profile 1
H

.
.
.
H

»  Wi-Fi Settings ey mmmmm I I mMmMmMmM MM M M MMM MM

Cellular Data

*  Terminal Emulation

> Applock

»  System Settings

Enterprise Settings
Customize
Compilation

Broadcast Intent
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DELETE PROFILE
To delete an existing profile, please select the profile to be deleted, click on the profile management

button “Delete Profile .", and confirm deleting by “OK”.

vX3E Tz
File Transfer .

£ Configure Device Settings

Apps
y It R Profile Mame Associated app Enable
Button Assignment Default

Wireless Manager Profile 1 com.cipherlab btprtmate

*  Wi-Fi Settings Profile 2
Cellular Data

rofile 3

*»  Terminal Emulation

>  Applock Delete Profile
*  System Settings

) This action cannot be undone.
Enterprise Settings “

Customize

Compilation -

Broadcast Intent

*& Configure Device Settings — [m| X

vXEBE@mE ®®
File Transfer . . . . ~V

Apps

s  Barcode Reader Profile Name Associated app Enable
Button Assignment Default
Wireless Manager Profile 1 com.cipherlab btprtmate

*  WI-Fi Settings Profile 3

Cellular Data

»  Terminal Emulation

> Applock

»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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COPY PROFILE

To copy an existing profile and make changes from the duplicate, please select a profile to be copied

and click on “Copy Profile .”. Enter a new name for this profile and confirm by “OK”.

% Configure Device Settings

File Transfer
Apps

* Barcode Reader
Button Assignment
Wireless Manager

*  Wi-Fi Settings
Cellular Data

*  Terminal Emulation

¥  Applock

> System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

vX3E T

00 :@®

- [m] X

Profile Name Associated app Enable
[ Default
Profile 1 com.cipherlab.btprtmate
Profile 3

Copy Profile
Enter a name for the new profile

Profile for Testing

¥ Terminal Emulation

>  Applock

»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

-
Z Configure Device Settings O be
vX 2
Bl |[©] il 35
File Transfer —
00 :-0
Apps
>  Barcode Reader Profile Name Associated app Enable
Button Assignment Default
ilitelessiManagey Profile 1 cém.gipherlab.btprtmate
> Wi-Fi Settings Brofile 3
Cellular Data AN R EEEEEEEEEEEEEE AR S EEEEEESEEEEEEEEEEEEEEEEREEEEEE,
0 Profile for Testing .

Note:

An app can be set as the associated app to only one profile. Thus, the associated app part of the

“Profile” will not be duplicated when copying a profile.
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RENAME PROFILE

Simply select the profile you’d like to rename and click on “Rename Profile .”. Enter a new
name for the profile, and then click on “OK” button to change its name.

£ Configure De

Settings — O *

vXEEEME EI-)
File Transfer . . .

Apps
» DENEnHaRCadeT Profile Mame Associated app Enable
Button Assignment Default

Wireless Manager Profile 1 tom cipherlab btprtmate

*  Wi-Fi Settings Brofile 3
——
Cellular Data

Profile for Testing

»  Terminal Emulation

> Applock
>  System Settings Rename Profile
Enterprise Settings Enter a name for the new profile
Customize Profile 4
Compilation
Broadcast Intent .
& Configure Device Settings — | %

v X3 E[Em e
File Transfer . . . " .

Apps
»  Barcode Reader Profile Name Associated app Enable
Button Assignment Default
lEIlE=lManagen Profile 1 com.cipherlab.btprtmate
> Wi-Fi Settings Profile 3
P RN E N NSNS E NN N AN AN NSNS N NN AN EAENEENEEEEEEEEEEEEEEEEEEEE,
Cellular Data = =
= Profile 4 D
»  Terminal Emulation N ESEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE

>  Applock

> System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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To edit a profile, please double-click the profile, or select the profile to be edited and click on “Edit

Profile ." to open the profile detail window for editing.

& Configure Device Settings - [m| X

v X3 E Em; 3}

File Transfer

Apps

Profile Associated app Enable

> Barcode Reader

Button Assignment Default

Wireless Manager

Profile 1 com.cipherlab btprtmate

> Wi-Fi Settings Profile 3

Cellular Data Profile 4

> Terminal Emulation

> Applock

>  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

% Detail

Apply <+ ¥ [B—> Reset

Scanner Preferences
Cance I lllumination Power Level (10) .

utput

Advanced Data Formatting

Motification Settings

1D Symbologies
2D Symbologies

Profile

Decode Timeout 3 sec =
Redundancy Level Level 1 =
Security Level Level 0 =
Inter-Char-Gap Size Normal =
[ Picklist Mode

O Display Maode

Inverse Type Regular only =

ﬁ

Addon Redundancy (10)
O Transmit AIM Code ID

Quiet Zone Level Level 1 =
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Make sure to click on “Apply w” to save your profile settings before closing this profile detail
window.

The followings are the brief introduction about the items on the profile detail window. For complete

description about all the setting items, please refer to ReaderConfig User Guide for Android.

SCANNER PREFERENCES

Options on the Scanner Preferences page differ according to the reader module.

Decode Timeout Sets the maximum time for the decoding process during a scan.

Sets how many successful readings should be done before linear barcodes
Redundancy Level
such as Codabar, MSI, and Interleaved 2 of 5 can be decoded.

Sets the security level to ensure decoding accuracy considering the printed
Security Level quality of barcodes such as Code 128, Code 93, and UPC/EAN. The higher

the level is, the more security is ensured.

Sets the intercharacter gap size for Code 39 and Codabar. This option is to
) allow the digital scanner to adjust its decoding standard so as to tolerate

Inter-Char Gap Size o ] ] )
out-of-specification bar codes that are improperly printed out (which may

cause the intercharacter size to become larger).

Scan Mode Sets the reader’s scanning behavior.

Aimer Mode Timeout A time period that the aiming pattern is projected for Aim Mode.

This function is only available when setting Scan Mode as Aim Mode or Level and Aim Mode.

Decoding lllumination Enables an LED light beam to aid barcode reading.

o Projects a crosshair at the center of the laser light beam to facilitate barcode
Decode Aiming Pattern

reading.
o When selected, only barcodes aligned at the crosshair of the laser light
Picklist Mode .
beam will be decoded.
. Enables improved performance for reading barcodes on electronic displays
Display Mode

and mobile phones.

Decides whether to disable or enable decoding inverse barcodes, or set as
Inverse Type ;
auto.
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Addon Redundancy

Functions when “auto-discriminate” is applied for UPC/EAN addons. Decides
the number of times of supplemental decoding of the same barcode in order

to count as a valid read.

Illumination Power Level

Users can adjust the illumination brightness of the LED light source.

Transmit AIM Code ID

Sets whether to include AIM code ID character in the decoded data.

DATA OUTPUT

Data Output allows users to set the way to output the decoded data. Depends on the reader module,

the available functions may be slightly different.

Keyboard Emulation

Keyboard Emulation setting controls which way the data is sent.

Timeout between

Input Method

To specify the pause time between data to be transmitted.

The function is only available when “Keyboard Emulation” is set to be “Input
Method”.

Auto Enter

To add an ENTER character before or after each string of decoded data. The
ENTER character can be defined in the “Auto Enter character” field below.
This function saves the trouble of pressing a confirmation key to accept each
string of decoded data.

Auto Enter character

To add a key code before or after the decoded data. If [Auto Enter] is
enabled, select the ENTER character to send.

Display Code Type

To prefix the output data with code type information.

Display Code Length

To suffix the output data with code length information.

Prefix

To affix 0 to 20 characters to the left of the output data. Click on the button

“Open ASCII Table " to open a character table for entering the prefix.

Suffix

To affix 0 to 20 characters to the right of the output data. Click on the button

“Open ASCII Table ” to open a character table for entering the suffix.

Field Delimiter

Sets the delimiter to separate the output barcode data as the following
pieces: code type, decoded barcode data, and code length (if applicable).

Barcode charset

Specifies the current decoding for barcode data.

Clear Previous Data

By enabling this option, only the last scanned data entry will be output.
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ADVANCED DATA FORMATTING

User can customize the output data through the defined rules which combine “criteria” with “actions”
to be performed. If the decoded data meets the “criteria”, it will be output according to the
“actions”.

CREATE A RULE
Advanced Data Formatting is to customize the decoded data and then output it by rules, and

therefore Advanced Data Formatting rule(s) needs to be created beforehand.

Please click on “New Rule .", enter the rule name, and then click on “OK” to create a new rule.

%% Detail X

v X
Scanner Preferences .

Data Output =

Advanced Data Formatting At

Notification Settings

1D Symbologies New RU Ie

2D Symbologies

) Enter a name for the new rule
Profile

E Rule 1

= - -

vXE -
Scanner Preferences . ‘l, .

Data Output

Advanced Data Formatting Rule Name

Notification Settings Rule 1

1D Symbologies

2D Symbologies

Profile
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DELETE A RULE

To delete a rule, simply select the rule to be deleted and click on “Delete .".

& Detail

Scanner Preferences .

Data Output

Advanced Data Formatting Rule Name
Notification Settings Rule 1
1D Symbologies Rule 2
2D Symbologies Rule 3
Profile Rule 4

Rule 5

Delete Rule

I This action cannot be undone.
& Detail

Scanner Preferences . . .

Data Output

Advanced Data Formatting Rule Name
Notification Settings Rule 1
1D Symbologies Rule 2
2D Symbologies Rule 3
Profile Rule 5
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EDIT A RULE

Double-click on the rule, or select the rule and then click “Edit .” to enter the rule detail page to

edit “criteria” and “actions”.

% Detail %
vXE

Scanner Preferences .

Data Output -

Advanced Data Formatting Rule Naline

Notification Settings Rule 1

1D Symbologies Rule 2

2D Symbologies Rule 3

Profile Rule 5
% Detail X
vXE

Scanner Preferences + /~ EI-

Data Qutput

Advanced Data Formatting Criteria Actions

Notification Settings Barcode Input All -

1D symbologies String Length  (0) O

2D Symbologles

Profile String Position  (0) .

Specific String
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CRITERIA
“Criteria” is to set the limits and requirements to filter the decoded data. When the barcode is read

and the input data fulfils the “criteria”, it will be dealt with by the associated “actions” which defines

the output data format.

The available criteria to be set are:

To designate the barcode symbology.

Barcode Input By selecting “All”, all of the barcode symbologies will be reformatted by
“actions”.
String Length To set the barcode length to limit the decoded data to be reformatted.

This function works with “Specific String” to designate the particular position

String Position this specific string should be in. By selecting “0”, the specific string can be in any
position.
Specific String To designate the string that the decoded data must include.

The decoded data should meet all of the criteria you set and then the data will be reformatted by

“actions” before outputting.

After completeing editing “criteria”, please click on “Apply” to save your criteria settings, or click on
the “Actions” tab to edit the actions.

+ @)

+ 72 (B
R .
Criteria |Act'|ons : Psriz Actions
Barcode Input EAN-13 - . Va c]

String Length  (9) =

String Position  (4) ‘

Specific String 111

100



Customize Project Configuration

ACTIONS
A rule contains multiple “actions” which process the decoded barcode data conforms to the “criteria”

and reformat the data to be transmitted.

To create an action, please click on “New Action." to open “New Action” window, set the

command and enter the necessary item(s) depending on the command you choose.

& Detail x
Scanner Preferences + ,, -EI-
Data Qutput
Criteri Acti
Advanced Data Formatting rera cuons
Notification Settings . ,‘ El'
1D Symbologies
2D Symbologies
& New Action X
Command
Maove to character <
Select the specified character -
[BEL] .
& Detail x
Scanner Preferences
Data Qutput
Zriteria Actions

Advanced Data Formatting

Notification Settings . . . . .

1D Symbologies

| Move to charact
2D Symbologies T
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To edit an action, please double-click the action, or select the action and then “Edit .”. To delete

an action, please select the action to be deleted and then “Delete .”.

i Detail *

vXE

Scanner Preferences =
+ /2 (B
Data Output

Criteri Acti
Advanced Data Formatting fitena IRk

Notification Settings . . . . .

1D Symbologies

| Send remain
2D Symbologies H T EMETI)

Replace character

Send up to character

The decoded data is processed by actions sequentially. The permutation of actions affects the output

data, that is, different permutations of actions may result in different output data. To change the

permutation, select the action and click on “Up ." or “Down .".

To create a new action.

New Action

Edit Action To edit the selected action.

Delete Action To delete the selected action.

To move the selected action up.

[
©

To move the selected action down.

@ @ e N

Down

Be sure to click on “Apply” button to save your criteria and action settings.
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Note: Please refer to ReaderConfig User Guide for Android for the detailed instructions.

‘ NOTIFICATION SETTINGS

Notification Settings enables the device audible, visible and tactile feedback for scanning good read.

£ Detail

vXE

Scanner Preferences

Data Qutput

Advanced Data Formatting
Notification Settings

1D Symbologies

2D Symbologies

LED when good read 0 sec =4
Vibrate when good read 0 sec =4

Beep when good read Sound 1 =4

Beep when scan timeout Mute i

Visual Indicator

To enable/disable the LED flash for scanning good read and configure the time duration of
scanner’s LED flash that will last. Default: 0 (Disable).

Vibrator To enable/disable the tactile feedback (vibration) for scanning good read and configure the time
duration of scanner’s vibration that will last. Default: O (Disable).
Beeper To configure the beeper sound for scanning good read and timeout. Either you can mute the

beeper sound or configure the beeper sounds. Default: Mute.
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1D SYMBOLOGIES & 2D SYMBOLOGIES

On “1D Symbologies” and “2D Symbologies” tab pages, you can set the symbologies to read and the
details about the featured settings.

To enable the specific symbology, please tick its checkbox; to open the settings page of the specific

symbology, you can click on its “More & ” button.

% Detail *
vX
B —
Scanner Preferences Codabar Ld
Data Output Code 11
Length Option Max / Min Length -
Advanced Data Formatting Code 39
Notification Settings Trioptic Code 39 Minimum Length (4) -2
1D Symbologies Cade 93
. Maximum Length (55) .
2D Symbologies Code 128
Profile G51-128 [ CLSI Editing
ISBT 128 MNOTIS Editing None -
Chinese 25 Verify Check Digit None hd
Discrete 25 Transmit Check Digit
Interleaved 25 H
Matrix 25 :

Composite
GS1 DataBar-14 &

GS1 DataBar Limited H

G51 DataBar Expanded :

For more details about the featured settings, please refer to ReaderConfig User Guide for Android.
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PROFILE

With an “Associated app”, the profile can be enabled, and the “Associated app” on the device will

receive the decoded data output by ReaderConfig once the profile is enabled.

vXE

Scanner Preferences Associated app E sw.programme.applock -

Data Qutput Profile Enable
Advanced Data Formatting

Notification Settings

1D Symbologies

2D Symbologies

Profile

ASSOCIATED APP
“Associated app” is to assign an application to receive the decoded data which is output according to

the settings of the profile bound with this “Associated app”.

Please perform “Synchronize all settings with Device @” or “Synchronize current option ."

on “Configure Device Settings” window in advance to make the associated app list available.

Simply select the application from the drop-down menu to assign it to be the “Associated app” for

this profile.

Note:

(1) The “Default” profile does not support “Associated app”, please assign “Associated app” to the

profile(s) you create.

(2) An app can be set as the associated app to only one profile.
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PROFILE ENABLE
Once you assign an application to a profile to be the profile’s “Associated app”, this profile can be
enabled by ticking the checkbox “Profile Enable”.

Make sure to click on “Apply ¢" on profile detail window to save your profile settings, and when
returning back to “Barcode Reader” tab page on “Configure Device Settings” window, you will find

that the enable checkbox of this profile is now checked.

Scanner Preferences Associated app com.google.android.calculator -

Data Output
¥ Profile Enable

Advanced Data Formatting
Notification Settings

1D Symbologies

2D Symbologies

Profile

% Configure Deice Settings - o x

v X3 E E oo
File Transfer .. " . 7

Apps
4 Barcode Reader Profile Name Associated app Enable
Security Default
Button Assignment Profile 1 com.cipherlab_btprtmate
Wirelessi CEELES
.
Ireless vianager Profile 2 com.google.android.calculator = D
»  Wi-Fi Settings T

Cellular Data

<4 Terminal Emulation

Session : cipherlab

*  Applock

»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

Note:  Mutiple profiles can be enabled at the same time.
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You can set a password to restrict other users of the device from changing certain configurations or

accessing certain functions in the ReaderConfig app.

Simply enter "Security" tab page under "Barcode Reader". Enter and confirm a password and check
the items that will be protected by this password.

*Z Configure Device Settings - O x

vX3EEmE
File Transfer
e

Apps

Enter password (maximum 32 characters)
4 Barcode Reader

sssssnnee o

Security

Button Assignment onfipnlpassword

. SRR NN
Wireless Manager | hd

»  Wi-Fi Settings

Cellular Data —

> Terminal Emulation Scanner Preferences O import

>  Applock Data Qutput O Export

»  System Settings Advanced Data Formatting O Reset
Enterprise Settings O Enable Reader O New
Customize O Natification Settings O copy
Compilation O 1D symbologies O Delete

Broadcast Intent O 2D Symbologies
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3.5. BUTTON ASSIGNMENT

The function “Button Assignment” on “Configure Device Settings” window, which depending on

project device model you set, is to assign specific functions to the programmable keys through the

device system settings, or to be releated to the built-in app “Button Assignment” for redefining the

functions of physical keys so that they trigger different actions.

3.5.1. BUTTON ASSIGNMENT (FOR RS30, RS31, RS50, RS51, & HERA51)

“Button Assignment” for the device models listed below is to assign specific functions to the

programmable keys:

»  RS30 Mobile Computer
»  RS31 Mobile Computer
»  RS50 Mobile Computer
»  RS51 Mobile Computer
» HERA51 Mobile POS

With this configuration, you can define the function of the physical keys of your device. The settings

will vary by device model. Please note that the virtual keys (soft keys) could not set to be “Enable

wakeup”.
& Configure Device Settings — O %
v X @ 5 | i e . .
Bl | (S mu g
File Transfer }
Key Enable wakeup
Apps
Volume Down a

Button Assignment
Volume Down

Wireless Manager

Right Function a
Wi-Fi i
> Wi-Fi Settings Right Scan
Cellular Data
Pistol Function a
» Terminal Emulation Pistal Scan
>  Applock
P Soft Back
> System Settings Back
Enterprise Settings Soft Home
Customize Liome
Compilation Soft App Switch

App Switch (soft key)

Soft Search
Search (soft key)

Virtual keys could
not set to be
“Enable wakeup”
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To define the function for the physical keys, please double-click on the key to be configured to enter

the key’s detailed settings page.

& Configure Device Settings

v X3 E @i

File Transfer

Key Enable wakeup
Apps
Vol U
Button Assignment S o
Volume Up
Wireless Manager
Volume Down a

> Wi-Fi Settings Volume Down
Cellular Data
»  Terming Volume Up
> Applod @ Key Mapping
»  System
Category Select Category -
Enterpri
Custom Physical key obileDeployment.Helper.Ilnner.ComboBoxS
Compilg
Mone
O Launch Application with Intent
LN
KEY MAPPING

Select the key categories and the physical key to be assigned to the key from the drop-down menu,

and click “Apply” to save the setting.

LAUNCH APPLICATION

Please execute “Synchronize all settings with Device @” or “Synchronize current option

”n tO

get the device application list beforehand.

Select the application to be assigned to the key from the drop-down menu, and click “Apply” to save

the setting.
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LAUNCH APPLICATION WITH INTENT

Input the intent (the specific intent string should be input beforehand in the configuration xml file on

your device) to assign the key to launch a specific application. Click “Apply” to save the setting.

ENABLE WAKEUP

Tick the checkbox to enable pressing the key to wake the device from the suspend mode.

“Enable Wakeup” is disabled if keycode is set as “None”.

% Configure Device Settings — O X
= | === il oz
Bl |G pny g
= — 'IIIIIIIIIIIII.
File Transfer . .
Key = Enable wakeups
Apps . H
L =
Volume U . v =
Button Assignment ¥ H “ &
Volume Up D F
H
Wireless Manager = .
o . Volume Down : O H
> Wi-Fi Settings Volume Down : E
Cellular Data E H
Right Function : .
» Terminal Emulation Right Scan H E
> Applock : :
PP Pistol Function . (] 0
>  System Settings Pistol Scan . H
Enterprise Settings Soft Back fho0cLpo0oo0oos
Customize Back
Compilation Soft Home
Home
Soft App Switch

App Switch (soft key)

Soft Search
Search (soft key)

For virtual keys (soft keys), “Enable Wakeup” is disabled all the time.

Note:

The key “Soft Back”, “Soft Home”, “Soft App Switch”, “Soft Search” (for RS50, RS51, & HERA51) are

the virtual keys.
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3.5.2. BUTTOM ASSIGNMENT (FOR RS35, RS36, RK25, RK26, RK95, RS51 (ANDROID 11) &
9700A)

For the device models listed below, “Button Assignment” is a built-in application for redefining the

functions of physical keys to trigger different actions.

» RS35
» RS36
» RK25
> RK26
» RK95

»  RS51(Android 11)

» 9700A

% Configure Device Settings = O X

Profile Management Buttons

XSE T mE 4 o0
e [ SO00e |

Apps

» Barcode Reader Profile Name e
Button Assignment System Profile O
Wireless Manager Profile A @

> Wi-Fi Settings Profile B O
Cellular Data Profile C O

»  Terminal Emulation

»  Applock

»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

The buttons on “Button Assignment” tab page are for the profile management:

4 . New Profile

To create a new profile which contains the definitions of key behavior or actions.
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4 . Edit Profile

To edit the selected profile to change key settings.

4 . Delete Profile:

To remove the selected profile from the list.

> . Copy Profile

To copy an existing profile and make changes from the duplicate.

4 . Rename Profile

To give the selected profile a new name.

Execute “Synchronize all settings with Device @” or “Synchronize current option .” to fetch

all of the profiles from the currently-connected device.

SYSTEM PROFILE

The “System Profile”, which cannot be deleted, controls the key behavior of your device. You can

change the definitions of key behavior or actions of the “System Profile” profile by:

»  Redefining the key behavior.

»  Configuring the default “System Profile”, and the key behavior or actions of the “Default”

profile will change.

Note:
(1) Only one profile can be activated at a time.

(2) For more detailed instructions about “Button Assignment”, please refer to Button Assignment
User Guide for Android.
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NEW PROFILE

To create a new profile, please click on “New Profile .”, enter the profile name, and then click
“OK” to create it.

% Configure Device Settings — | X
— Hed

v X3 E = e

File Transfer .l] . & .

Apps
> Barcode Reader Frofile Name Enable
Button Assignment il Profile ®

Wireless Manager

>  Wi-Fi Settings .
New Profile

Cellular Data

> Terminal Emulation Enter a name for the new profile

> Applock
Profile A

*»  System Settings

Enterprise Settings
Customize

Compilation

Broadcast Intent

% Configure Device Settings - | X

v X 3 [ e
File Transfer . . ‘l' . .

Apps

> Barcode Reader Profile Name Enable

Button Assignment System Profile

Wireless Manager " profile A ® E
> Wi-Fi Settings T E E A EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEESG

Cellular Data

»  Terminal Emulation

> Applock

> System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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EDIT PROFILE

“Edit Profile ." is to change the key functions to meet the user’s needs. Click on a profile to

select it and then click on the profile management button “Edit Profile .", or click twice on a
profile to list all of the keys it contains.

E.EConfigureDevi:eSet‘tings - a * |

x @ — = ot G wz Profile C
v Bl |[E]

TR—
File Transfer A A v x E
-_— -— ‘
Apps
Profile Name Key

» Barcode Reader

Button Assignment

System Profile 1
Wireless Manager Profile A

»  Wi-Fi Settings Profile B 2
. |
Cellular Data Profile C :

» Terminal Emulation

> Applock

»  System Settings

Enterprise Settings #
Customize
Compilation 5

Broadcast Intent

O0B00OS8
(<]

Enabled

Double-click on the key that you’d like to assign a new action.

& Profile C b % Profile C x

vXE
Key Enabled

1 ® Key Mapping

w

Category Select Category b

Physical key None

Cl

4 = A-Demo

Enter key code

O Launch Application

N

O Launch Application with Intent

w
<]
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KEY MAPPING

Click the radio button @ to select “Key Mapping” to map the selected key to another key:

% Profile C X

1) Expand the pull-down menu and select the
key category. a 3

@ Key Mapping

Category Modifier Keys ~

2) Select the key function you would like to
Physical key Left Shift ~

assign, and click on “Apply”.

Enter key code

QO Launch Application

~m A-Demo

After returning to the profile key list window, Sz b P i e

click on “save %’ ” button after profile editing is =
done. -I-

If a desired key is not listed, you can still map the key by entering the key code defined in the Android

operating system:

& Profile C

1) Expand the pull-down menu and select
“Miscellaneous”, and then select ﬂ 5

“User-defined”.
@ Key Mapping

Category Miscellaneous
2) Input key code, and click on “Apply”. Physical key User defined
Enter key code 68

O Launch Application

=i A-Demo

After returning to the profile key list window, O Launch Application with Intent

click on ”Savef” button after profile editing is
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LAUNCH APPLICATION
To assign the key through “Launch Application”, please perform “Synchronize all settings with

Device @" or “Synchronize current option ” to synchronize the applications in the

currently-connected device beforehand.

Click the radio button @ to select “Launch Application” if you’d like to launch an app with a key
press, and then expand the pull-down menu for the entire applications list to select the app you

would like to assign.

% Profile C X Z Profile C

enmEmw
4

S
X
of

Panmnns

1
n Key Enabled

Key Mappin
O Key Mapping Launch: BarcodeToSetting

Category Select Category
Physical key None
Enter key code

Left Shift
@ Launch Application et ni

—

BarcodeToSetting =

o
(=)

O Launch Application with Intent

User defined (key code: 68)

<]

Click on “Apply” to save the setting and return to the profile key list window, and then click on “Save

f” button after profile editing is done.

LAUNCH APPLICATION WITH INTENT

Click the radio button @ to select “Launch Activity with Intent” if your app supports launch by

intent in its manifest.

In order to support launch by intent in your app, you need to add an intent-filter action in your app’s

AndroidManifest.xml file.
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The following example uses “cipherlab.intent.action.Test” as the name of the intent to be launched.

<activity
android:name=".MainActivity"
android:label="@string/app_name" >

<intent-filter>

<action android:name="android.intent.action.MAIN" />

<action android:name="cipherlab.intent.action.Test" />

<category android:name="android.intent.category.LAUNCHER" />

</intent-filter>

</activity>

Click the radio button @ to select “Launch Activity with Intent” and enter

“cipherlab.intent.action.Test”, then click on “Apply” button.

o |
O Key Mapping

Category Select Category

Physical key Non

m

Enter key code

O Launch Application

® Launch Application with Intent

cipherlab.intent.action.Test

% Profile C x

Once the action is set, your application can be launched with a key press.
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WAKE UP

To determine whether to wake up the device
display from the off-screen state by pressing this
scan key.

This function is only for trigger keys (Scan, Left
Scan, Right Scan, & Pistol Scan), and the default
setting is enabled.

ENABLE/ DISABLE A KEY IN PROFILE

% Profile C

v Left Scan

e

O Key Mapping

Category

Enter key code

@ Launch Application
W EZEdit

Physical key MNone

O Launch Application with Intent

Wake Up

To enable or disable a key in a profile, simply select the profile to list all of its keys and tick/ untick

the checkbox next to the key you’d like to enable or disable.

% Profile C

vXE

Key Enabled

*

Launch: BarcodeToSetting

Left Shift

=—pFnable

User defined (key code: 68)

Intent cipherlab.intent.action.Test

=—PDisable

<]
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For the device with the physical keypad, you can lock the physical keys by pressing Shift and

Backspace keys to avoid pressing the keys accidentally.

If you would like to enable or disable the keypad lock function, you can:

1) Click on a profile and then “Edit Profile .”, or click twice on a profile to list all of the keys it

contains.

2) Scroll to find “Keypad lock n”.

3) Click on the checkbox next to “Keypad lock n" to tick or untick it.

& Profile C

vXE

F

M M M

Key

App Switch (soft key)

Keypad lock

F5

F6

F7

Enabled

X

Note: The three soft keys, Back a , Home a , and App Switch E , are never locked even if
Keypad lock is enabled.
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SAVE YOUR PROFILE KEY BEHAVIOR

After you change the key functions or enable/disable keys, always remember to click on ”Save&”

button on the profile key list window, and click on “Apply W” on “Configure Device Settings”
window to have the key behavior of the profile changed.

Z Profile C X

v|X B

Key Enabled

Launch: BarcodeToSetting

M

Left Shift

IS

User defined (key code: 68)

Intent cipherlab.intent.action.Test

<]

<

Save: Save your change of the key functions or enable/disable keys.

%

Cancel: Directly close the window without saving any change.

» E. Reset: Restore the key functions to the default.
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SET THE ACTIVE PROFILE

You can create different profiles for differnet work enviroments, and only one profile can be

activated at a time.

To set the active profile, please click the radio button @ on the right of a profile to make the

profile be active.

ure Device Settings

File Transfer

Apps

Barcode Reader
Button Assignment
Wireless Manager
Wi-Fi Settings
Cellular Data
Terminal Emulation
Applock

System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

3 B |

Profile Mame

System Profile
Profile A
Profile B

Profile C

Enable

®@ P O

Make sure to click on “Apply v" on “Configure Device Settings” window to change the key
behavior of the “System Profile” to be the same as the active profile.
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3.6. WIRELESS MANAGER

“Wireless Manager” is for setting the device Wi-Fi, Bluetooth, cellular data, and NFC to be enabled or
disabled.

Make changes by turning on or off the switch for one or all wireless signals.

% Configure Device Settings - O *

vXEE Tz

5 o
File Transfer : :
All . H
Apps . 3
> Barcode Reader Wi-Fi E a E
Button Assignment E E
Wireless Manager Bluetooth E a E
> Wi-Fi Settings : :
o ¥ Cellular Data siM1)} MY
»  Terminal Emulation 1 : E
Cellular Data (SIM2) : a :
»  Applock H .
»  System Settings N NFC : a .
Enterprise Settings E E
Customize E E
hoooooooooooooooood

Compilation

Broadcast Intent

Click on “Apply w” on “Configure Device Settings” window to save your changed settings before

closing “Configure Device Settings” window.
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3.7. WI-FI SETTINGS

“Wi-Fi Settings” is to set the wireless profile for the device(s) to apply. To add a new wireless profile

by “New .” in “Settings” tab page, fill in the necessary fields, and click on “Apply " to save

the settings. Click on ”Apply¢” before closing the Configure Device Settings window.

% Configure Device Settings - m} X
¢ x = @ i Bze"
Bl (&) = 2
File Transfer ) -
Settings Certificate
Apps —
> Barcode Reader . Vd
Button Assignment
Wireless Manager MNetwork Name (SSID) Security
4 Wi-Fi Settings
Advanced
Cellular Data Vv .
MNetwork Mame (S51D) Testing
»  Terminal Emulation
Securit; WP, PAZ PSK -
» Applock y AW
»  System Settings Password “""“| @
Enterprise Settings Show advanced options
Customize
Prosy Mone -
Compilation
IPvd settings DHCP -
Broadcast Intent
% Configure Device Settings a >
vXE o2
File Transfer
Apps

» Barcode Reader R A & 4 =

Button Assignment

Network Name (SSID) Security

NN NN NN NN NN NN NN NN NN NN NN NN NN NN EEEENCEEEEEEEEEEEEY

Wireless Manager

> Wi-FiSettings Testing WPA/WPAZ PSK

CLARRN
ammmms®

Cellular Data NN NN EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEES
» Terminal Emulation
> Applock
»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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As you configure 802.1x EAP as the security method for the selected wireless profile, you may need
to do the certificate-related settings on “Certificate” tab page beforehand. Click “New .” on this

tab page to add a new certificate profile, fill in the necessary fields, and click on “Apply " to

save the settings. Click on “Apply v before closing the Configure Device Settings window.

%= Configure Device Settings _ O %
v X )
L] oy
File Transfer ) -
Settings Certificate

Apps
> Barcode Reader . s B

Button Assignment

Wireless Manager klame
> Wi-Fi Settings

Certificate

Cellular Data

*  Terminal Emula —
+ 72 (B

>  Applock
> System Setting Name Testing-certificate

Enterprise Setti Certificate File C:\Usershiris.wang\Desktophchuying_CA.PFX .

Customize Destination Path /storage/emulated/0/Download/chuying_CA.

Compilation Password (11} n| o

Broadcast Inten| Type Wi-Fi -
% Configure Device Set| _ o %

File Transfer

Settings Certificate
Apps

* Barcode Reader . . .

Button Assignment

. Name
Wireless Manager Py . AR

> Wi-FiSettings Testing-Certificate

enmmEm
anmmnn?

Cellular Data
4 S NI NN NN NN NN NN NN NN NN NN NN NN NS NN NN EEEEEEEEEEES

*  Terminal Emulation

»  Applock
*  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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Note:

For IPv4 settings, you can choose for the device to obtain an IP address via DHCP. Your device IP

addresses may be automatically assigned if DHCP is enabled.

ADVANCED

Unfold “Wi-Fi Settings” and click “Advanced” option on the sidebar of ADC, the advanced Wi-Fi
settings page is shown to deliver the following functions:

WLAN PREFERENCES

Network Notification Decide whether to notify or not when an open network is available.

Keep Wi-Fi on during sleep Set when to turn Wi-Fi on during sleep.

Automatically clear all the saved WLAN profile on the device after

Delete WLAN connected list deploying ADC project settings. The newly-created WLAN profile set by this

ADC project will be added to the device later.

CIPHERLAB PROPRIETARY SETTINGS

Select Automatic, 5 GHz only, or 2.4 GHz only for your Wi-Fi frequency
Wi-Fi Frequency Band band. The default setting is “Automatic”.

Roaming Enable Select whether to enable Wi-Fi roaming or not.

The signal strength when triggering Wi-Fi roaming. The higher value means

Roaming Trigger the sensitivity of triggering roaming is higher.

The qualification for roam candidates. The higher value means the signal
Roaming Delta strength of candidate APs should be higher than the current connected AP.

The frequency of background scan when the device does not connect the
Background Scan Interval internet. The shorter time means the scanning frequency is higher.
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Set Country Code

Select the country code for your device.

Wi-Fi Connection Timeout

The device retains network connection and takes a while to wait for the
response from the Wi-Fi till the device cannot reconnect to the previously
connected Wi-Fi AP.

Set Timeout Value

Once “Wi-Fi Connection Timeout” is enabled, you can further set the
timeout value.

Captive Portal Detection

To determine Internet connectivity when the device connects to a
network.

Enable Fast Transition

Enable 802.11r Fast Transition feature.

Enable WLAN Blacklist

Deny the Wi-Fi AP (access point) which is failed to access for several time,
and add the denied AP to the blacklist.

Enable DHCP Blacklist

Forbid the device to connect to the Wi-Fi network whose SSID is on the
blacklist.
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CHANNEL SELECTION
“Channel Selection” is to select the Wi-Fi channel(s) to narrow down frequency band of the 2.4GHz
(802.11b/g/n) or 5 GHz (802.11a/n).

WLAM Preferences Cipherlab Proprietary Settings Channel Selection

> . Select All ' .

Channel 116

Select all of the listed channels.
Channel 120

Channel 124

Channel 128
4 . Clear All Channel 132
Channel 136

Deselect all of the channels you
Channel 140

choose.
Channel 144
Channel 149
Channel 153
Channel 157
Channel 161

Channel 165

127



Android Deployment Configurator User Guide

3.8. CELLULAR DATA

“Cellular Data” is for configuring your cellular data network. To add a new cellular data network by

“New .”, fill in the information about this cellular data network, and click on “Apply -".

@

vXEE @ g

— [m] >

»  System Settings
Enterprise Settings
Customize

Compilation

Broadcast Intent

File Transfer =i
® -
Apps
s e, Entry Name Access Point Name Ca rrier / ISP na n
Button Assignment
Wireless Manager . )
Entry Name Testing
»  WI-Fi Settings EF
Cellular Data Access Point Name Internet
> i i N
Terminal Emulation User web
»  Applock ==
Password ""“{ =

% Configure Device Settings
vX[EE T hME

Entry Name

File Transfer
Apps
> Barcode Reader

Button Assignment Testing

Wireless Manager
>  Wi-Fi Settings
Cellular Data
*  Terminal Emulation
> Applock
?»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

Access Point Name

YN NN NN NN NN NN NS NN NN NN NSNS NN NN NN EENN SN EEEEEENENEEEEEW

Internet

‘NN EEE NN NN NN NN EEEE SN EEE NN EEEE NN EEEEEEEEEEEEEEEEEEEEEEE

®amnn
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The buttons on “Cellular Data” page are:

. To add a new cellular data network.
New

. To edit the selected cellular data network.
Edit

To delete the selected cellular data network.
Delete

Please click on “Apply v” to save your changed settings before you close the Configure Device
Settings window.
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3.9. TERMINAL EMULATION

In ADC, Terminal Emulation is composed of Session, Settings and Access Control three tab pages.
Before you perform the synchronization by ADC, make sure Terminal Emulation has been launched

on the device for at least one time.

% Configure Device Settings — O *

vX3E T meE o

File Transfer . . n
Session Settings Access Control

Apps —_—
* Barcode Reader . . .
Button Assignment
Wireless Manager Session Active
> Wi-Fi Settings R ®
Cellular Data
4 Terminal Emulation
Session: 192.168.1.100
> Applock
»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

SESSION

To create a new session, please click on “New .", and then a new session with a default IP

(192.168.1.100) will be created. Up to five sessions can be accepted simultaneously.

“Edit ." is to change the settings of the selected session to meet the user’s needs. Click on a

session to select it and then click on the profile management button “Edit .”, or click twiceon a

session for the further settings. Always remember to click on “Apply V?" before you close
Configure Device Settings window.

To activate a session, click the radio button @ of the preferred session to set it as the active

session.

Note: Only one session can be activated at a time.
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SETTINGS

Buttons of P1 and P2 on the device are able to act as the shortcut key to execute the
function you assign. By pulling down the list, you may specify the desired function such as
Session Connect, Session Disconnect, Previous Session, Next Session, Exit, Full Screen,
Control SIP and Session Details to each of these buttons. Different device models may have
different shortcut keys provided.

ACCESS CONTROL

Terminal Emulation allows setting up a password mechanism to prevent unauthorized access of
application settings, or leaving the application without authorization. Click on the checkbox in front
of Set Password to enable the following password protection settings.

Enter your password Specify the password for the access control.

Confirm password Type the same password again.

Select to apply password Select by clicking on the checkboxes to apply the password protection to

protection the access control items.

3.9.1. SESSION SETTINGS

Settings of each session consist of four tabs: Host Profile, Emulation Settings, Network, and Debug.
For more the detailed instructions about “Terminal Emulation”, please refer to Terminal Emulation
User Guide (Android).
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3.10.APPLOCK

For AppLock configuration, please perform “Synchronize all settings with Device @‘” or

“Synchronize current option ." to synchronize settings with your device first in order to fetch the

applications and system settings from the currently-connected device. Please make sure AppLock
application has been launched on the device for at least one time before you perform the

synchronization.

3.10.1.ADD APPS

The setting button “Add App .” on Applock page is to add an application to Allowed Apps view

on the device when its home application is set as AppLock. “Synchronize all settings with Device

®” or “Synchronize current option .” must be executed so that this function becomes

available.

To add the applications:

1) Click on “Add App ." to show the application list and tick the checkbox of the app you'd like
to add to Allowed Apps view.

% Configure Device Settings — O %
x = = i e . .
v @‘ B | [E] oy e
File Transfer
Apps
> Barcode Reader o A-Demo
Button Assignment [

Iz BarcodeToSetting
Wireless Manager
= =5 BT Printer Mate
> Wi-Fi Settings % & !
Cellular Data MY Calculator
¥ Terminal Emulation .
_,_ Calendar
> Applock

>  System Settings @ Camera

Enterprise Settings G GnIome
Customize
e Clock
Compilation
-
Broadcast Intent s Contacts

Auto start delay (seconds) ° 0 °
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If you would like to specify a certain amount of time to delay launching the Auto Start Apps at
Applock startup, please set the time for “Auto start delay (seconds)”. The default setting is 0
(second).

2) Click “ Apply -" to add the app(s).

% Configure Device Settings — [m| X

vX 5 E @z Rl
LELEL L Ie

File Transfer

Apps
»  Barcode Reader Allowed Apps Auto Start Apps Recent Apps Whitelist
Button Assignment r
(- A-Demo

Wireless Manager

|& BarcodeToSetting

Wi-Fi Settings
Cellular Data E BT Printer Mate
Terminal Emulation Calculator
({2 LS '_‘,: Calendar
»  System Settings
@ Camera

Enterprise Settings

. @ Chrome
Customize
Compilation @ cCock
Broadcast Intent & Contacts

Note: “Auto Start Apps” is for setting an application to automatically start when AppLock is launched
on the device.

3.10.2. CREATE A NEW APP ITEM

Without performing “Synchronize all settings

N _ Create a new app item
with Device ” or “Synchronize current

. Name
option ”, you may click on “Create a new Chrome
Package Name 6/ 123

app item .” to manually input the app

com.android.chrome

Activity

information of your desired app which is

already installed on the device. _ _
com.google.android.apps.chrome.Main

Click “OK” to add the app to Allowed Apps list.
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“Add Shortcut .” on Applock page is to add the system setting as a shortcut to Allowed Apps

view. Tick the checkbox of the system setting and then click on “ Apply -".

“# Configure Device Settings — m] X
— Frrt
vX3E ®®
File Transfer i @ ﬁ | ,
Apps
> Barcode Reader $ Bluetooth Settings .
Button Assignment a @ Tethering Settings
Wireless Manager
> Wi-Fi Settings ° VPN Settings
Cellular Data ¢ SIW card Settings
*  Terminal Emulation O ¢ Ethernet Settings
<+ Applock
Options a ¢ Display Settings
»  System Settings O ¢ Location Settings
Enterprise Settings
a Language & input Settings
Customize
Compilation a @ Date & time Settings
Broadcast Intent .

& Configure Device Settings

v X3 E @
File Transfer . . . . ‘ .

Apps

*» Barcode Reader Allowed Apps Auto Start Apps Recent Apps Wh

Button Assignment
M Gmail

Wireless Manager

£3 WMDSAgent
> Wi-Fi Settings =

JeSEsEsEEsEsEEsEsEsAEsEsSESEEsESEsSEsESEEsEESESESSEsEEEEsEEEEEEEEEE,
H Bluetooth Settings .

Cellular Data : $ .
. .
»  Terminal Emulation H ¢VPNSettings 5
. .
. =

4 Lock : :
App H $ SIM card Settings H
Options :llIllIlIIllIllIllIlIIllIllIllIlIIllIllIllIllllllllllllllllllllllll:

> System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent
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“Add Package Naming Rule .” is to set the naming rule to prescribe which apk (Android

application package) can be manually installed on the device and automatically added to “Allowed

apps list” after the installation. By adding your package naming rule, if users try to install the apk

which doesn’t match the rule, it will be blocked.

Click on “Add Package Naming Rule .” to open “Package naming rule white list” window to add

a new rule by clicking “Add package naming rule .”, enter the rule, and then click “OK”.

‘% Package naming rule white list

o

Package Name

‘& Package naming rule white list

Add package naming rule

[Example] com.android.*

Any app which package names
"com.android” or starts with "com.android."
will be add into allowed app list automaticall

com.microsoft

The buttons on “Package naming rule white list” window are:

4 . Add package naming rule

Add a new rule to the white list.

4 . Edit package naming rule

Edit the selected rule.

> . Delete

Remove the selected rule from the white list.
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> ¢0K

Confirm your changed settings on “Package naming rule white list” window.

> x Cancel

Withdraw your changed settings on “Package naming rule white list” window.

3.10.5.EDIT

Through the button “Edit .”, you can open “Application Settings” window of the selected app or
shortcut on “Allowed apps list” for further settings.

File Transfer

Apps

» Barcode Reader

*  Wi-Fi Settings

Cellular Data

» Applock

> System Settings

Customize
Compilation

Broadcast Intent

Z Configure Device Settings
v X B ©mi 3

Button Assignment

Wireless Manager
*  Terminal Emulation

Enterprise Settings

Allowed Apps Auto Start Apps Recent Apps Whitelist

- O X

Q | & BarcodeToSetting

M Gmail

W

£x o
v 3V
i

ld

% Application Settings *

v X @

Settings

BarcodeToSetting

com.cipherlab.barcodetosetting

Label

BarcodeToSetting

[J Hide icon on Applock desktop

Screen pinning: Launch this app in screen pinning Mode. It
O requires Long press Back key and input the admin's
password to unlock.

Auto Start Apps

[J Recent Apps Whitelist

For the detailed instructions about “AppLock”, please refer to AppLock User Guide for Android.
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3.10.6.0PTIONS

Unfold “AppLock Settings” and click its sub-item “Options”. “Options”is a setting group that controls

how AppLock acts each time it is used. For more details on this, also refer to AppLock User Guide for
Android.
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3.11.SYSTEM SETTINGS

“System Settings” lists the android system settings on the device as below:

3.11.1. DEVICE

Please click to expand more settings.

HOME APP

To select “Launcher” or “AppLock” to be Home app.

Home App

DISPLAY

To set the device screen brightness by dragging the slider to the right to
Brightness level increase brightness, or left to reduce brightness.

Adaptive brightness To enable automatic backlight adjustment with the device’s built-in sensor.

To determine whether to use the system wallpaper or not. If not, you have

Use system wallpaper to set the wallpaper image path and the device path to save the waiipaper

on device.

To select the time lapse for screen timeout.

Sleep
Font Size To set the device font size.
Display Size To set the device display size.
To enable or disable enable automatically screen rotation when the device
Auto-rotate screen is turned sideways.
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BATTERY

To select “Performance mode” which offers better & extra 10% to 20%

Battery Mode Selection working hour performance but might affect battery life, or “Balance

mode” which balances between working hour and battery life.

To show or hide the percentage beside the battery icon on the device
Battery Percentage status bar.

NOTIFICATIONS

To determine whether to show notifications on device lock screen or not.

On the lock screen Please note that different OS versions may have different selections for the
display of notifications on the device’s lock screen.

Note :

Either you can choose “Don't show notificaions at all” or “Show all notification content” on Android 9
or below; on Android 10 or above, “Show conversations, default, and silent”, “Hide silent

conversations and notifications” and “Don't show any notifications” three items can be selected.

SOUND

Media Volume To set the device media volume by dragging the slider.

Alarm Volume To set the device alarm volume by dragging the slider.
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Ring Volume

To set the device ring volume to be normal, vibrator, or mute.

If “Normal” is selected, you can further adjust the ring volume by dragging
the slider.

Phone Ringtone

Enable or disable the default ringtone of the phone.

Default Notification
Ringtone

Enable or disable the default ringtone of the notification.

Default Alarm Ringtone

Enable or disable the default ringtone of the alarm.

3.11.2. PERSONAL

Please click to expand more settings.

LOCATION

GPS

To enable or disable the device GPS.

Mode

If “GPS” is enabled, you could do the further setting to select the mode

Y s

among “High accuracy”, “Battery saving”, and “Device only” from Mode
pull-down menu.

v s

Note 1: “High accuracy”,

or above.

Battery saving” and “Device only” modes are not supported by Android 10

Note 2: RK95 and 9700A mobile computers do not support “Location”.

SECURITY

Screen Lock

To select “None”, “Swipe”, “Pin”, or “Password” for the screen lock. By

choosing “Pin” or “Password”, you could further input password and

confirm it.

140



Customize Project Configuration

Please note that “Pin” and “Password” options are not supported by
Android 10 or above.

Unknown Sources To allow or prohibit the installation of apps from unknown sources.

LANGUAGE & INPUT

Language To set the desired system language for the device.

By enabling “Spell Checker”, a list of suggested words will be shown as you
Spell Checker type on your device.

Show Virtual Keyboard By enabling this function, the virtual keyboard will be shown.

3.11.3.SYSTEM

Please click to expand more settings for Date & time.

Automatic date & time By turning Off this function, you could manually set the date & time.

Automatic time zone By unticking this function, you could manually select the time zone.

Set date Manually set the date.

Set time Manually set the time.

Select time zone Manually select the time zone.

Use 24-hour format To convert the time format from 12-hour to 24-hour.

Input the address of the NTP server, and make your devices automatically
NTP Server synchronize with this designated NTP server.

To configure the interval of time for your devices to automatically
NTP Update Interval synchronize with the designated NTP server.
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3.11.4. ADVANCED SYSTEM SETTINGS

Click the sub item “Advanced” of “System Settings” on the sidebar of ADC to enter its advanced
system settings page. “Advanced System Settings” is to set how to update the OS Image of your
device(s) and to decide whether to back up the settings to prevent the settings to be erased when

carrying out the factory reset on the device.

UPDATE OS IMAGE

To select how to update the OS Image of your device(s).

To disable the execution of OS update on the device(s) for “Zip file in SD
Disable card” and “Activate System Update (OTA)”".

To browse your PC to find the OS image file to be deployed to the device(s)
for upgrade. Remember to check that the .zip file should be

“sdupdate.zip” in its fil .
ZIP file in SD card up ZIp” In 1ts fife name

This file will saved onto the folder “sdupdate” of your SD card, and please

make sure there is enough space on this SD card.

To give the specific URL for the device(s) applied this project to download

ZIP file from URL the OS image for upgrade.

The device(s) applied this project will download the OS image for upgrade

from the designated ftp server.

ZIP file from FTP Make sure the FTP format you enter is in the correct form as example:

ftp://[User name]:[Password]@[ServerlP]:[Port][File Location]

Upon completion of deployment, the device will automatically check the

Activate System Update latest OS image available over the Internet.

OTA
( ) Please make sure the selected devices are capable of accessing Internet.
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MISCELLANEOUS

To check “Backup ADC files to Hidden Partition”, the device will erase all the data except of the
settings backed up in enterprise partition by ADC upon the execution of “Erase all data (factory

reset)” .
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3.12.EZCONFIG

EZConfig is a built-in UHF RFID application which is for CipherLab RK25, RK26, RS35 and RS36 mobile
computers to respectively work with RK25/RK26/RS35/RS36 UHF RFID Gun to read UHF RFID tags.

In ADC, EZConfig is composed of Notification Settings, Scan Settings, EPC Scheme, Pre Filter and
Other five tab pages. Please click on each tab to list the settings. For the detailed instructions, please
refer to EZConfig & EZEdit User Guide for Android.

— [m] >

%= Configure Device Settings

v X E B @i 3 LRl

File Transfer e P - -
Notification Settings Scan Settings EPC Scheme Pre Fliter Other

Apps
Visual Indicator
> Barcode Reader

. Low Battery LED
Button Assignment

Wireless Manager Beeper

> Wi-Fi Settings Beep when good read Sound 1

Cellular Data [ Low Battery Beep

»  Terminal Emulation @ Temperature Warning
> Applock
>  System Settings
4 EZConfig
Security

Enterprise Settings

Customize

Compilation

Broadcast Intent
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3.12.1 SECURITY

Click the sub item “Security” of “EZConfig” on the sidebar of ADC to enter its “Security” setting page.

% Configure Device Settings - m} x

v X3 E T M

Apps

Enter password (maximum 32 characters)
» Barcode Reader

. esesee (o3
Button Assignment

Wireless Manager Confrpipasswons

ssssss o

*  WIi-Fi Settings

> Terminal Emulation

> Applock O Import

> System Settings O Export

4 EZConfig Factory Reset
Security Update Firmware

Enterprise Settings
Customize

Compilation

Broadcast Intent

PASSWORD

By setting your password, you can restrict other users of this mobile computer from changing the
certain configurations or accessing the certain functions of EZConfig.

Simply enter and confirm your password. Once the setting is done, you can further set the
“Password-protected features”.

PASSWORD-PROTECTED FEATURES

Select the function(s) to be protected by the password you set. The protected functions require the
password for the access after logging out from EZConfig on the device.

To access these protected functions, please log in with your password.
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3.13.ENTERPRISE SETTINGS

The settings on “Enterprise Settings” page vary according to the project device model you set. Please

visit our website to find the reference manual upon the device model for the specific functions about
“Enterprise settings”.

3.13.1 HEATER SETTINGS ON RK95 COLD CHAIN MODEL

The followings are the functions only for RK95 Mobile Computer Cold Chain Model to control the

heater.

Click Heater tab page and check Enable to turn on the heater settings. Pull down the menu to switch

the heater mode among “Full-Automatic”, “Semi-Automatic”, and “Manual Switch”.

Note: For the detailed instructions about Enterprise Settings for RK95 mobile computer, please refer
to RK95 Mobile Computer Cold Chain Ul Introduction.
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3.14.CUSTOMIZE

“Battery Sensor” is only for RK25 mobile computer to detect whether the battery (which is with the

battery cover) is removed.

Settings

Uninstall/Remowve App Delete File

Battery Sensor

Once you disable “Battery Sensor”, battery hot swap becomes unavailable.

For RS35 mobile computer, you can click the Uninstall/Remove App and Delete File here.

UNINSTALL/REMOVE APP

Click ”New. ” to enter the uninstall or remove program package name, click “Edit

modify the uninstall or remove program package name, and click “Delete

selected item.

Please enter the uninstall or remove

orogram package name.
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DELETE FILE

Click ”New. ” to enter the path of the file to be deleted, you can either choose the path from the

device u or SD card! . Click “Edit . ” to modify the path, and click “Delete . ” to delete

the selected item.

New

Enter the path of the file to be deleted

dYDemo.jpg

Always remember to click on “Apply v” before you close the Configure Device Settings window.
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3.15.COMPILATION

“Compilation” is composed of Software Trigger, SIP Controller and WMDS Agent three tab pages.
Click each tab for the related settings.

3.15.1 SOFTWARE TRIGGER

“Software Trigger” is an application which serves as a real trigger key on your device, and it floats on
top of all other programs for convenient trigger control of the barcode scanner. Please visit our
website to find the reference manual of each device model for the detailed instructions about

“Software Trigger”.

(] Enable

Size Medium -

[ Auto start software trigger after

[*F)

tartup

» Enable

Check to enable “Software Trigger” on the devices.

> Size

Resize the Software Trigger virtual button by selecting among “Small”, “Medium”, and “Large”. The
default setting is “Medium”

»  Auto start software trigger after startup

Check to enable starting “Software Trigger” automatically after the device boots up.

Make sure to click on “Apply w” before you close the Configure Device Settings window.

149


https://www.cipherlab.com/style/Frame/m9/download.asp?lang=2&customer_id=353&content_set=color_1&name_id=70992&Directory_ID=2038

Android Deployment Configurator User Guide

3.15.2 SIP CONTROLLER

“SIP Controller” is a built-in application on the device for quickly open or close virtual keyboard by
tapping on the floating button.

[ Enable

Size Small -

[J Auto start SIP controller after startup
O Force to display

Virtual Keyboard 1 Gboard -

Virtual Keyboard 2 MNullKeyboard -

Check “Enable” to make the virtual button of “SIP Controller” to appear on
Enable device screen.

Select the size of SIP Controller virtual button from “Tiny”, “Small”,

i “Medium”, and “Large”.
ize

The default setting is “Small”.

Auto start SIP controller By checking “Auto start SIP controller after startup”, SIP Controller will

after startup automatically start up after the device boots up.

Force to display Invoke the virtual keyboard even without the input field.

Virtual Keyboard 1 Set the keyboard(s) to be invoked by SIP Controller.

“Virtual Keyboard 1” and “Virtual Keyboard 2” can be cycled through by

Virtual Keyboard 2 tapping on the SIP Controller virtual button on the device.
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3.15.3 WMDS AGENT

“WMDS Agent” is an application that makes the device to be successfully connected to WMDS server,
a windows-based server program, provided to deploy ADC configuration projects to Android devices
through the wireless network by setting WMDS server’s IP address and port number on WMDS Agent
tab.

Broadcast Port ° 0 °

IP

Deployment Port ° 0 °

BROADCAST PORT

Reserved.

IP

Input the IP address or domain name of WMDS server. Up to 128 characters can be accepted.

Note: The PC where WMDS Server is running must connect to the same network segment to which
WMDS Agents connect. The PC should be discoverable by WMDS Agents on the connected network.

DEPLOYMENT PORT

Input WMDS server’s port number, or click the left/right arrow to decrease/increase port number.
Valid range: 0~65535.
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3.16.BROADCAST INTENT

With the “Broadcast Intent”, you can configure the specific app(s) to receive the message

broadcasted from the system upon the completion of the deployment.

To configure the application for the broadcast intent, please click on “New ." and fill the profile
name, the package name, and the class name (optional) into the fields in sequence. Also input the

string of the message that will be sent to this configured app into the field of “Intent Action”.

% Configure Device Settings - O X
v x @ ’—;‘ i "8z .
OGS
File Transfer » =
@ -
Apps
Frofile Name

> Barcode Reader

Button Assignment —

Wireless Manager Profile Name

> Wi-Fi Settings D4R
Package Mame

Cellular Data

> Terminal Emulation Class Mame

>  Applock
op Intent Action

»  System Settings

Enterprise Settings Intent Extra Data . = =

Customize

If
i
If

E

Compilation

Broadcast Intent
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. On the pop-up window, select the type of the extra data from the

Optionally, you may attach iie extra parameters to this newly-created intent. To configure these

pull-down list and input the name as well as the value of the extra data for the configured intent.
Click OK when the settings are completed.

Click on “Apply -” to save the settings. Before closing the Configure Device Settings window,

please click on “Apply v

% Configure Device Settings

File Transfer
Apps

» Barcode Reader
Button Assignment
Wireless Manager

»  Wi-Fi Settings
Cellular Data

»  Terminal Emulation

>  Applock

»  System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

v X3 E T

+ (7
Profile Name
Package Name

Class Name

Intent Action

5]

CipherlLab Enroll

com.goegle.android.inputmethod.latin

&

com.cipherlab.bcreaderime ACTION_PASTE_TEXT

Intent Extra Data .

I

&

Intent Extra Data

Extra Type
Extra Name

Extra Walue

Integer (4 bytes)
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The buttons on “Broadcast Intent” page are:

. To add a new intent.
New

. To modify the selected intent.

Edit

. To remove the selected intent.
Delete

To attach the extra data to the configred intent.

M Extra Type: Type of the extra data. It includes integer (4 bytes),
float (4 bytes), string, boolean, long (8 bytes) and doulbe (8

bytes).
New
B Extra Name: Name of the extra data.

M Extra Value: Value of parameters for the extra data.

. To edit the selected extra data.
Edit

To remove the selected extra data.
Delete

Please click on “Apply v” to save your changed settings before you close the Configure Device
Settings window.
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Chapter 4

APPLY CONFIGURATION TO DEVICE

ADC provides 4 ways to apply the configuration to your mobile computers, including

conveying the settings to the connected device through the USB cable, the SD card or the
private cloud storage with the compressed file(*.zip), and generating the setting barcodes
to be scanned by the devices. All of the aforesaid methods can help you to configure all your

mobile computers easily.

IN THIS CHAPTER

4.1.Deploy All Settings to DEVICES.....uuuveeeiecciiriiiee e 156
4.2.Apply Your Selected Configurations.........ccccceeeeeeeicciiieeeee e, 159
4.3.Deploy From URL....cciiciiieiiiiee et siee e siee e e e e 164
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4.1. DEPLOY ALL SETTINGS TO DEVICES

User can convey the project settings to the device which is connected with your PC where ADC
program is installed. Once you finish configurating all settings of a project, follow the steps listed
below to perform the deployment:

1) Connect your devices with your PC. Please make sure that the debugging mode is enabled.
(Please refer to How Do | Enable Debugging Mode on My Device?)

2) Check the “Specify your deployment task(s)” part to confirm the settings to be deployed to your
device.

3) Click the “Deploy ” button on ADC main screen toolbar.

2 Project 7 7 o x

Android Deployment Conftgurator

E@;IL&@Q%’EZ &;aes

Speﬂfy your deployment task(s)

[J Al Device Confi iguration

156



Apply Configuration to Device

4) Deployment starts, and ADC Main Screen shows the progress bar about the deployment. You can

check the progress from Notification Drawer on your device as well.

» Progress Bar on ADC

% Project7 - O x

Android Deployment Co -

General Options Application Options Other

Description.json

3/7

»  Progress Notification on the Device

3:04 3:05 3:05
Thu, May 27 ~9 @ 100% Thu, May 27 +9 A 100% Thu, May 27 «9 f100%
[ (4" (4%
Silent notifications X Silent notifications x Silent notifications X
4 ADCClient 4 ADCClient 4. ADCClient
V1.3.01, Finish(SUCCESS) V1.3.01, Finish(SUCCESS) ADC Deploy
GetSettingDescription SystemSettings Deploying
@ Android System @ Android System @ Android System
USB debugging connected USB debugging connected USB debugging connected
Tap to turn off USB debugging Tap to turn off USB debugging Tap to turn off USB debugging
@ Android System « USB file transfer turned on 4 @ Android System + USB file transfer turned on v @ Android System « USB file transfer turned on v

Manage CLEAR ALL Manage CLEAR ALL Manage CLEAR ALL
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5) After completing the deployment, a notification is shown on your device.

A% ADCClient

V1.3.01, Finish(FAIL)
SetSettingAll
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Apply Configuration to Device

You can export the certain configurations from ADC to your devices without USB connection. Please

[ ]

note that if you select those settings with “ L URL”, your device(s) to be applied must have

Internet connection.

4.2.1 GENERATE THE SETTING BARCODE

To output the selected settings to be barcode(s):

1) Open “Configure Device Settings” window, and upon the barcode type to be generated, click on

T
the button “Create 1D barcode

& Configure Device Settings

v X @ |

Name

-

- ——

File Transfer
Apps

Barcode Reader
LA LTS Autolmport_ApplLock json
Wireless Manager

Wi-Fi Settings

Cellular Data

Terminal Emulation

ApplLock

System Settings

Enterprise Settings

Customize

Compilation

Broadcast Intent

r

-

e
I or “Create 2D barcode ~*8,” on the toolbar.

i

2) Go through every tab page to switch on the settings to be exported. You can export all of the

settings you demand available for generating barcodes at one time. Please note that the settings

are still configurable in this step.
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|
3) Click on “Create PDF file
saved in PDF file format with the file name starting with the project name.

€3 7 putton to generate the barcode(s) which will be immediately

% Configure Device Settings

File Transfer

vXBEE

Apps
> Barcode Reader q---\ Profile Name Enable
1
Button Assignment L :Eiystem Profile @®
1 1
Wireless Manager : . IPrcfile B o
oo 1
> Wi-Fi Settings : ) :PrcﬁleA O
Cellular Data 1 R
1 H Select the settings to be
> Terminal Emulation I : exported as barcodes.
> Applock Sooc
»  System Settings
Enterprise Settings
Customize
| < 20210527163440 — O e
Home Share View v e
T « Project7 » 20210527163440 v | D S Search 20210527163440
Name Date modified Type Size
> 3k Quick access
Project 7(2D).pdf 5/27/2021 4:34 PM Adobe Acrobat Docu... 23 KB

> g Creative Cloud Files
> @ OneDrive
> = This PC

> ¥ Network

1 item
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CONFIGURE THE SETTINGS TO BE EXPORTED

THwmir '%g‘
After “Create 1D barcode ™™1” or “Create 2D barcode #0.” is clicked, you can select the exported

settings by switch, and during this process, all of the settings can be configured.

% Configure Device Settings — [m| X

vXBEES® Rl
File Transfer . . . . .

Apps

» Barcode Reader rotletame o
Button Assignment J  System Profile O
Wireless Manager ) Profile A ®

> Wi-Fi Settings . Profile B o
Cellular Data ) Profile C O

»  Terminal Emulation

> Applock

> System Settings
Enterprise Settings
Customize
Compilation

Broadcast Intent

For those settings which invoke the windows for more detailed configurations, make sure to click on

“Apply ¢” button to save your selection and changes before closing the window.

mj x % Application Settings X
Key Enabled
Settings
) 1
n
@ > com.cipherlab.barcodetosetting
a
Label
) Launch: BarcodeToSetting a Ba rcodeToSetting
v
Hide icon on Applock desktop -
n # Screen pinning: Launch this app in screen pinning Mode. It
O requires Long press Back key and input the admin's
5 password to unlock.
a Auto Start Apps
} 6 [ Recent Apps Whitelist
a
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4.2.2 APPLY THE SETTINGS BY BarcodeToSetting

Open the .pdf file which contains the barcode(s) you generated, and print the barcode(s) out if

necessary.

Project Name : Project 7|

1

%)

| s | 20210527163440

Home Share View

T « Project7 » 2021052716344C

s

> 3 Quick access
Project 7(2D).pdf
> g Creative Cloud Files

> @ OneDrive
> B This PC

> ¥ Network

1 item

Launch the application “BarcodeToSetting” on the device.

] T —

The total amount of the barcodes to be

Please Scan Barcode Total scanned.
Tokal Next The item number of the next barcode to be
0 0 Next scanned.
Remaining Result The amount of the remaining barcodes to
0 - Remaining be scanned.
The setting result will be “Success” or
Result IIFAILII

Reset the data of the barcode(s) you just

. RESET scanned.

Close and leave the application
# Y EXIT “BarcodeToSettings”.

Home History
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Aim the device scan window at the barcodes, and press the trigger to sequentially scan to apply the

configurations.

Home :

Please Scan Barcode

Total Mext
S 2
Remaining Result
1 S

Home

As the result on BarcodeToSetting shows “Success”, it indicates that the configuration of your
devices is complete.

Please Scan Barcode

Total Next
‘ 0 0
BarcodeToSe'Ftlng Remaining Result
Barcode processing, please
wait.. 0 Success

fr kY

Home History
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4.3. DEPLOY FROM URL

To apply your project settings to the device by downloading the project .zip file from your cloud
storage, you can generate the 2D setting barcode by “Deploy From URL”.

=
Please note that if you select those settings with “ . URL”, your device(s) to be applied must have

Internet connection.

“Deploy From URL" is to deploy the ADC project settings to the devices by downloading the .zip file
of the project from your cloud storage. Hence, you have to save your ADC project as a .zip file in
advance.

To create an ADC zip file, you may:

COMPRESS PROJECT FILES

Load the project you’d like to deploy, and click on “Compressed project files é” on ADC main
screen toolbar to save the current project to be a .zip file.

% Project 7

Android Deployment Configurator

ZEBH R ®B)/ el 2 B

Specify your deployment task(s)

Enter a name for the new compressed file

[J Al Device Configuration
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Enter the file name, and click on “OK V”. The maximum length of the name is 128 characters.

% Compressed project files x

Enter a name for the new compressed file

ADC|

The current project will be saved as a .zip file to the folder of this project on your PC.

| s | Extract Project 7 - O X
Home Share View Compressed Folder Tools W o
« v 4 « Cipherlab » ADC » Project7 v O #  Search Project 7
Name Date modified Type Size ~
> 3 Quick access -
20210527163440 5/27/2021 5:05 PM File folder
? @ Creative Cloud Files TE 5/18/2021 6:33PM  File folder
> @ OneDrive == ADCzip 5/27/2021 6:19 PM WinRAR ZIP ... 17 KB
D ADC_20210518.log 5/18/2021 6:33 PM Text Document 8 KB
> = This PC ] ADC_20210519.log 5/19/2021 11:42 PM  Text Document 8 KB
> ‘ Network D ADC_20210520.log 5/20/2021 7:01 PM Text Document 22 KB
D ADC_20210521.log 5/21/2021 6:38 PM Text Document 9 KB v

38 items 1 item selected 16.0 KB
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SAVE CURRENT PROJECT TO SD CARD

SD card or the USB disk is required for saving the project settings exported from ADC.

F;.ﬂ
Click on “Save current project to SD card E=1” on ADC main screen toolbar, and select the drive (SD
card or USB disk) you would like to save this project.

& Project7 - O X

Android Deployment Configura+'1'

BB o | R |® ' KNQE 09

Specify your deployment task(s)

Please select a drive:

e

[J Al Device Configuration

The current project will be saved as a folder with the name “ADC” onto the SD card or USB disk.

a| | s |ADC — O P
Home Share View ~ o

<« « 4 3 USBDISK (D) » ADC v D O Search ADC
~
Name Date modified Type Size
3 Quick access
~ ADC 5/27/2021 6:23 PM File folder

@ Creative Cloud Files
@ OneDrive
= This PC
- USB DISK (D7)

¥ Network

1 item
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Right-click on this ADC folder, and select the function from the menu to compress this folder into

a .zip file.
| < |ADC Open - O X
Home Share View Openin new window : o
Pin to Quick access
&« v 1 > USB DISK (D:) » ADC 7-Zip )] ~ Search ADC
~ CRC SHA .
Name Add to archive...
3t Quick access o Scan with OfficeScan Compress and email...
& Creative Cloud Files Give access to Add to "ADC.7z"
Include in library Compress to "ADC.7z" and email
@, OneDrive Pin to Start Add to "ADC zip"
= This PC Send to Compress to "ADC.zip" and email
Cut
—_ USB DISK (D) "
Copy
é Network Create shortcut
1 item Delete
Rename
Properties
| < | Extract ADC - o X
Home Share View Compressed Folder Tools : o
« v P > USB DISK(D:) » ADC v L P Search ADC
e
Name Date modified Type Size
3+ Quick access
ADC 5/27/2021 6:23 PM File folder
© Creative Cloud Files | gg Apc7ip 5/27/2021 6:25 PM WinRAR ZIP ... 16 KB
@ OneDrive
% This PC

. USB DISK (D)

¥ Network

2 items 1 item selected 15.3 KB
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4.3.2 ADVANCED SYSTEM SETTINGS FOR DEPLOYING FROM URL

For the device deployment from URL, you should upload the ADC project zip file to your cloud
storage beforehand.

In ADC, click the sub item “Advanced” of “System Settings” on sidebar to enter its advanced setting
page. Select “ZIP file from URL” method from the pull-down list and fill in the link where this ADC
project zip file is placed on your cloud storage. Refer to Section 3.11.4 “Advanced System Setting” for

more details on these settings.

File Transfer

2

ZIP file from URL

https://fwww.ciphera b.com/ADC.zip|

Apps

» Barcode Reader

Button Assignment

Wireless Manager

*  Wi-Fi Settings

Cellular Data

v Terminal Emulation _

> Applock O Backup ADC files to Hidden Partition

4 System Settings

Advanced

Enterprise Settiings

Customize

Compilation
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Apply Configuration to Device

Boot up the device(s) to run the setup wizard, and press the trigger to scan the 2D barcode in the

step of “Deploy with barcode”. The device will download and apply the ADC project settings
automatically.

For the device’s automatic download of the ADC project settings from URL through the setup wizard,

the steps are as follows:

1) Click on “Customize Android Setup Wizard L” on ADC main screen toolbar.

& Project 7

Android Deployment Configurator

FECCIFECICED

Specify your deployment task(s)

% Customize Android Setup Wizard
[ ]

1 X %
ews

Skip Setup Wizard

O wi-Fi Ve

a Deploy From URL

O Al Device Configuration .

|

2) On “Customize Android Setup Wizard” window, tick the checkbox of Wi-Fi and set up the Wi-Fi
connection. Then, enter the URL of the .zip file on your cloud storage into the field of “Deploy
From URL” before ticking its checkbox.

£ Customize Android Setup Wizard — O X

X

L 51

Skip Setup Wizard

Wi-Fi Cipherlab-guest - .

Deploy From URL https://www.cipherlab.com/ADC.zip

33/512
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[ofe]
3) Generate the setting barcode by “Create 2D barcode Lﬁé.l”. The barcode will be saved in PDF

file format in the current project folder.

& Customize Android Setup Wizard — O X

XK &

| |
| = | 20210528012811 - (N X
E. Home Share View 4 o
S
T « Project 7 » 20210528012811 v U A Search 20210528012811
V A~
& W Name Date modified Type Size
» 3 Quick access
D SetupWizard_Project 7(2D).pdf 5/28/2021 1:28 AM  Adaobe Acro... 3 KB
> @ Creative Cloud Files
> @ OneDrive
> @ This PC
> @ Network
1 item

4) Open this .pdf file and print it out if necessary.
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Chapter 5

MULTI-LANGUAGE SUPPORT

Other than the default interface languages, you can customize your own language file and
apply it to this program.

IN THIS CHAPTER
5.1.Create Your Own Language File........coeveceeiececeicceeeesece e 172
5.2. Edit Your OwWn Language File.......ccccececeeeivieeiireseee et 176
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5.1. CREATE YOUR OWN LANGUAGE FILE

To create your own language file:

1) Click on “Preferences | 2/ ” on ADC main screen toolbar to open “Preferences” window.

¥ Preferences

Save B x Cancel

: Choose a display language

English

Pt

'
=
u
=
"
»

“a
"

Project locaticn

C\CipherLab\ADC

Save log file by project
Show dialog at Startup
Observe USB Plug in/out
Show Snackbar

Snackbar messages timeout

15 sec

English
Japanese

Chinese (Traditional)

e
. The ADC default system
language cannot be edited.

The buttons for editing display language(s) are:

, @ .

Add a new display language.

, @

Edit the selected display language (system languages are excluded).

> . Delete

Delete the selected display language (system languages are excluded).
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2) Click on “Add ." to create your own display language. English, Japanese and Chinese
(Traditional) are all system default languages, to which you are not allowed to make
modifications.

3) On “Edit Language” window, select the listed item whose wording you would like to modify. The
default wording is shown on the left while the one on the right is for editing into your language.
Input the text in the edit box.

% Edit Language X
« x All i‘ E Quick Search
/™ English Edit into your language

Up Up

Unsupported model Unsupported model

Unrecognized device Unrecognized device

Unknown Sources Unknown Sources

Unknown error Unknown error

United Kingdom United Kingdom

% Edit Language
Unde

Undef ¢ x ﬂ EJ_ E ‘ Quick Search

Uncort 4. gnglish

Edit into your language

Unabl

Up (fn mode) Up (fn mode)
Unabl Up Up
English Unsupported model Unsupported model
Unrecognized the package name please enter Unrecognized the package name please enter
Unrecognized device Unrecognized device
Unknown Sources Unknown Sources
Unknown error FHIEE
Origin
Unknown error —eep The default wording is not editable
Display

sz =—p-Edit the text of your own language here

United States United States

English v
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4) In order to locate your desired item, you can change the alphabet order of the entries by

24 &4
z r AV buttons or make use of the Quick Search box.

7 Edit Language X
Al 2| & :
¥ 4 x 24 A B | Quick Search
‘™ English Edit into your language
Unknown error Unknown error
The operating system denies access because of an I/ The operating system denies access because of an I/
0OS image file does not exist or file format error. OS image file does not exist or file format error.
Error occurred in "{0}" Error occurred in "{0}"
Error Message Relocation Error Message Relocation
Error Message Error Message
Error Feedback Error Feedback
Error Alarm Error Alarm
Display Error in ROW Display Error in ROW
English -

5) Select a label for your language from the drop-down menu on the lower-left and click on “Apply

J", you will have new option(s) for the display language.

7 Edit Language X
—

« x 2_1 %_l E |Quick§earch |

‘™ English Edit into your language
ZIP file in SD card ZIP file in SD card
ZIP file from URL ZIP file from URL
ZIP file from FTP ZIP filo fram ETP
Zimbabwe Chinese
Zambia

Chinese (Simplified)
You have not saved the project "{0}", dd to
Chinese (Simplified) Legacy

You are running out of disk space on di|

Yes Chinese (Traditional)
vemen Chinese (Traditional) Legacy
Yellow

Church Slavic

x-windows-950, Windows Traditional C|

[ English .1 Colognian

174



Multi-language Support

The toolbar buttons on “Edit Language” window are as below:

Apply:
Click “Apply” button to save all the wording you edit. Please note that
“ you need to select your edit language from the drop-down menu before
applying. The “Edit Language” window will be closed once the setting is
saved.
Cancel:
x Click “Cancel” button to directly close the “Edit Language” window

without saving any setting changes.

A Ascending:

ZJ To display the default wording (English) in alphabetical order from A to Z.

y 4 Descending:

A; To display the default wording (English) in alphabetical order from Z to A.
Reset:

ﬁ Reset all the language editing changes back to the default.
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5.2. EDIT YOUR OWN LANGUAGE FILE

You can edit and delete a customized language file.

1) Click on “Preferences E” on ADC main screen toolbar.

2) Choose the language tag. Click on “Delete ." to remove it or click on “Edit .” to modify

its content.

¥ Preferences

Save B x Cancel

Choose a display language

: : Chinese (Simplified)

;-------------------------------------------

-

Project location

C:\CipherLab\ADC

Save log file by project
Show dialog at Startup
Observe USB Plug in/out
Show Snackbar

Snackbar messages timeout

15 sec

English
Japanese
Chinese (Simplified)

Chinese (Traditional)

W

, @ .

Add a new display language.

, @ ..

Edit the selected display language (system languages are excluded).

> . Delete

Delete the selected display language (system languages are excluded).
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> B Save

Save the settings and close the “Preferences” window.

4 x Cancel

Directly close the “Preferences” window without saving any change

3) Make sure to click on “Save B” to save your settings.
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